LEGAL ENGINE VERI POLITIKASI
1. AMAC

Kisisel verilerin korunmasi ve kisisel verileri toplanan gercek kisilerin temel hak ve hurriyetlerinin
gozetilmesi kisisel verilerin islenmesine iliskin politikasi E&P CO. (SULEYMAN KORAY TASKIN)
‘nun (“Sirket”) en onemli oncelikleri arasindadir. Bu nedenle kisisel verilerin iglendigi tum
faaliyetlerimizi, 6zel hayatin gizliliginin korunmasi, haberlesmenin gizliligi, disunce ve inang
ozgurligl ve etkili kanun yollarini kullanma haklarini gozeterek stirdirmekteyiz.

Kisiselverilerin korunmasiigin mevzuat ve gincel teknolojiye uygun sekilde, ilgili verinin niteliginin
gerektirdigi tim idari ve teknik koruma tedbirlerini almakta ve aldigimiz tedbirleri glincel
tutmaktayiz. isbu Veri Politikasi (“Politika”), faaliyetlerimiz sirasinda toplanan kisisel verilerin
KVKK’da anilan ilkeler gcergevesinde islenmesine (6rnegin saklanmasi, aktarilmasi ve silinmesi ya
da anonim hale getirilmesine) dair izledigimiz yontemleri agiklamaktadir.

(1) Kisisel Verilerin Saklama ve imha Politikasi, yiriirliikteki 6698 sayili Kisisel Verilerin Korunmasi
Kanunu ve bu Kanuna dayali olarak ¢ikartilacak yonetmelik, teblig ve ilke/kurul kararlari gibi ikincil
duzenlemeler gercevesinde Sirketimiz tarafindan gercgeklestirilmekte olan saklama ve imha
faaliyetlerine iligkin is ve islemler konusunda usul ve esaslari belirlemek amaciyla hazirlanmistir.

(2) Sirketimiz, hukuki ve sosyal sorumlulugunun bir parcasi olarak, ¢alisan, hissedar/ortaklar,
potansiyel Urun veya hizmet alicisi, tedarikg¢i ¢alisani, tedarikgi temsilcisi, Urtin veya hizmet alicisi
(musteriler) ve veli/vasi/temsilci veri sahibi kategorilerine ait kisisel verileri T.C. Anayasasi, 6698
sayili Kigisel Verilerin Korunmasi Kanunu ve diger ilgili mevzuatlara uygun olarak islenmesini ve
ilgili kisilerin haklarini etkin bir sekilde kullanmasinin saglanmasini bir dncelik olarak belirlemistir.

(3) Kisisel verilerin saklanmasi ve imhasina iligkin is ve islemler Sirket tarafindan bu dogrultuda
hazirlanmig olan is bu politikaya uygun olarak gerceklestirilir.

2. KAPSAM

(1) Sirketimiz musterileri (Urtin ve hizmet alicisi), potansiyel musterileri (potansiyel Grtin ve hizmet
alicisi), calisanlari, galisan adaylari, hissedar/ortak, tedarik¢i galisanlari, tedarikgi temsilcileri ve
veli/vasi/temsilcilere ait verilere bu politika uygulanir.

(2) Sirketimiz tarafindan yukarida sayilan veri sahibi siniflari itibariyle kimlik, iletisim, 6zluk, hukuki
islem, musteri islem, fiziksel mekan guvenligi, islem guvenligi, risk yonetimi, finans, mesleki
deneyim, pazarlama, gorsel ve isitsel kayitlar, din bilgisi, saglik bilgileri, ceza mahkumiyet ve
guvenlik tedbirleri, biyometrik veri kategorilerindeki kisisel veriler islenmektedir.

(3) Calisanlarin, 6698 sayili Kanun ve ikincil dizenlemeler kapsaminda veri kayit sistemi niteligi
tasimayan, Sirketimiz tarafindan tahsis edilmeyen kisisel kullanimina ait telefon, bilgisayar veya
diger her turlu elektronik cihazlar nezdinde islenen kendilerine ya da Sirketimiz musterisi olsa dahi
uguncu kisilere ait kisisel veriler bu Politika kapsaminda degildir.

(4) Calisanlar, bu Politika kapsaminda yer alan kisisel verileri kendi kisisel kullanimlarina ait
elektronik veya elektronik olmasa dahi bir veri kayit sistemi ozelli§i tasiyan ortamlarda
saklayamaz, herhangi bir sekilde isleyemez. Bu hikme aykiri davranislar nedeniyle Sirketimizin
karsi karsiya kalacagi her turll zarar, ziyan veya idari yaptirima iliskin olarak Sirket ilgili personele
racu hakkini sakl tutar.



Politikamiz, Sirket bunyesindeki kisisel verilerle alakali butin isleme faaliyetleri igin
uygulanmakta olup, KVKK ve kisisel verilere iligskin diger mevzuat ve bu alandaki uluslararasi
standartlar gozetilerek ele alinmis ve hazirlanmistir.

3. TANIMLAR VE KISALTMALAR
TANIMLAR

. Sirket: E&P CO. (SULEYMAN KORAY TASKIN)

J Ust Yénetim: Yénetim Kurulu ve Genel Miidiir,

. Kanun: 6698 Sayili Kisisel Verilerin Korunmasi Kanunu,

o Kisisel Veri: Kimligi belirli veya belirlenebilir gercek kisiye ait her turlu bilgi,

J Kisisel Veri Sahibi: Kanunda ‘ilgili kisi’ olarak belirtilen kisisel verisi islenen gergek kisiyi,

J Kisisel Verilerin igslenmesi: Kigisel verilerin tamamen veya kismen otomatik olan ya da
herhangi bir veri kayit sisteminin parcasi olmak kaydiyla otomatik olmayan yollarla elde
edilmesi, kaydedilmesi, depolanmasi, muhafaza edilmesi, degistirilmesi yeniden
dizenlenmesi, agiklanmasi, aktarilmasi, devralinmasi, elde edilebilir hale getirilmesi,
siniflandirilmasi yada kullanilmasinin engellenmesi gibi veriler Uzerinde gerceklestirilen
her tarlu iglemi,

J Veri Sorumlusu: Kisisel verilerin hukuka aykiri olarak islenmesini ve verilere hukuka aykiri
olarak erisilmesini 6nlemek, verilerin muhafazasini saglamak igin glvenlik énlemlerini
almakla yukimla tutulan tizel kisiyi,

J irtibat Kisisi: Kisisel Verileri Koruma Kurumu ile yapilacak iletisim igin irtibata gegilmek
lizere atanan ve veri envanterinin VERBIS’e girisi ve glincellenmesiyle sorumlu olan gergek
kisiyi,

. Veri Sorumlulan Sicil Bilgi Sistemi (VERBIS): Veri sorumlularinin sicile basvuru ve sicille
ilgili diger islemlerde kullanacaklari, internet Uzerinden erigilebilen, Kisisel Verileri Koruma
Kurumu tarafindan olusturulan ve yénetilen bilisim sistemini,

o Acik Riza: Belirli bir konuya iligkin, bilgilendirilmeye dayanan ve 6zgur iradeyle agiklanan

rizayl,

Kisisel verilerin silinmesi/silme; kisisel verilerin ilgili kullanicilar i¢in hi¢bir sekilde
erigilemez ve tekrar kullanilamaz hale getirilmesiislemi

Kisisel verilerin yok edilmesi: kisisel verilerin hi¢ kimse tarafindan higbir gekilde
erigilemez, geri getirilemez ve tekrar kullanilamaz hale getirilmesiislemi

Anonim Hale Getirme: Kisisel Verilerin baska veriler ile eslestirilerek dahi higbir surette
kimligi belirli veya belirlenebilir bir gercek kisiyle iliskilendirilemeyecek hale getirilmesini,

Kisisel Veri isleme Envanteri: Sirketin is siireglerine bagli olarak kisisel veri isleme
faaliyetlerini, kigisel veri isleme amaclari, veri kategorisi, aktarilan alici grubu ve veri
konusu kisi grubuyla iligskilendirerek olusturduklari ve kisisel verilerin islenme amacglari,
islemenin hukuki dayanagi, islendikleri amaclar igin gerekli olan azami sureyi ve veri
guvenligine iliskin alinan tedbirleri agikladigl gerekmesi halindeki mevzuat kapsamindaki
envanteri,



imha: Kisisel verilerin silinmesi, yok edilmesi veya anonim hale getirilmesi

Periyodik imha: Kisisel verilerin islenme sartlarinin ortadan kalkmasi durumunda
politikada belirtilen ve tekrar eden araliklarla resen gerceklestirilecek silme, yok etme veya
anonim hale getirme iglemini,

Kurul: Kisisel Veri Koruma Kurulu
Kurum: Kisisel Verileri Koruma Kurumu

Veri Kategorileri: Kisisel verilerin ortak 6zelliklerine gore gruplandirildigl veri konusu kisi
grubu veya gruplarina ait kisisel veri sinifini,

Basvuru Formu: Kigisel veri sahiplerinin haklarini kullanmak i¢in yapacaklari basvuruyu
iceren “6698 Sayili Kisisel Verilerin Korunmasi Kanunu Geregince ilgili Kisi (Kisisel Veri
Sahibi) Tarafindan Veri Sorumlusuna Yapilacak Basvurulara iliskin Formu”.

Calisan Adayi: Kuruma herhangi bir yolla is bagsvurusunda bulunmus ya da 6zgegmis ve
ilgili bilgilerini Kurumun incelemesine agmis olan gergek kisiler.

s birligi icinde Oldugumuz Kurumlarin Galisanlari, Hissedarlari ve Yetkilileri: Sirketimizin
her tarluis iliskisi icerisinde bulundugu kurumlarda (is ortagi, tedarikgi ve hangi ad ve nam
altinda olursa olsun bu 6rneklerle sinirli olmaksiniz) galisan, bu kurumlarin hissedarlari ve
yetkilileri dahil olmak tzere, gergek kigiler.

Is Ortagi: Kurumun ticari faaliyetlerini yiritiirken bizzat veya ileride olasi topluluk sirketleri
ile birlikte muhtelif projeler yuritmek, hizmet almak/vermek gibi amaclarla is ortakligi
kurdugu taraflar.

Ozel nitelikli kisisel veri: Irk, etnik kdken, siyasi dusunce, felsefi inang, din, mezhep veya
diger inanclar, kilik kiyafet, dernek vakif ya da sendika Uyeligi, saglik, cinsel hayat, ceza
mahkumiyeti ve glvenlik tedbirleriyle ilgili veriler ile biyometrik ve genetik veriler.

Mdusteri: Sirketimiz tarafindan hizmetlerin sunuldugu, pazarlama faaliyetlerinde
kullanilabilmesi, hizmet teklifi, modelleme, raporlama, skorlama, risk izleme, istihbarat,
mevcut veya yeni rapor galismalari ve potansiyel musteri tespiti gibi amaglar igin Sirketi
faaliyet konusu kapsaminda kalan tim hizmetler ile ilgili olarak iletisime gecilen tim
kisileri,

Sirket Hissedari: Sirket hissedari gergek kisiler

Sirket Yetkilisi: Sirket yonetim kurulu Uyesi ve diger yetkili gergek kisiler.

Tedarikgi/Destek Hizmeti Saglayan 3. kisi: Sirketimizin ticari faaliyetlerini yuruturken
Sirketimiz emir ve talimatlarina uygun olarak sozlesme temelli olarak Sirketimize,
musterilerimize hizmet sunan taraflar.

Uclincii Kisi: Politika kapsaminda farkli bir sekilde tanimlanmamis olan, kisisel verileri
Politika kapsaminda islenen gergek kisiler (Orn. Odeme hizmet saglayici, eski calisanlar).

Veri isleyen: Veri sorumlusunun verdigi yetkiye dayanarak onun adina kisisel veri isleyen
gercek ve tiizel kisi. Ornegin, Sirketimiz verilerini tutan/depolayan bulut bilisim firmasi, dis
kaynak destek hizmeti veren 3.kigiler vb.



J Ziyaretgi: Sirketimizin sahip oldugu fiziksel yerleskelere gesitli amaglarla girmis olan veya
Sirketimiz internet sitelerini, mobil ve dijital uygulamalarini ziyaret eden gergek kisiler.

KISALTMALAR

o KVK Kanunu: 7 Nisan 2016 tarihli ve 29677 sayili Resmi Gazete’de yayimlanan, 24 Mart
2016 tarihli ve 6698 sayili Kisisel Verilerin Korunmasi Kanunu

J KVK Kurulu: Kisisel Verileri Koruma Kurulu

J KVK Kurumu: Kisisel Verileri Koruma Kurumu

J Politika: Sirket Kisisel Verilerin islenmesi, Korunmasi ve imha Politikasini

. Tark Ceza Kanunu (“TCK”): 12 Ekim 2004 tarihli ve 25611 sayili Resmi Gazete'de

yayimlanan; 26 Eylil 2004 tarihli ve 5237 sayili Tirk Ceza Kanunu
4. ROL VE SORUMLULAR

Sirket bunyesinde, Kanun’a uyum igin gerekli aksiyonlarin takibi ve yonetilmesi amaciyla bir Kisisel
Verilerin Korunmasi Sorumlusu (“Sorumlu”) atanmistir. Bu Sorumlu’nun baslica gorevleri;

o Sirket bunyesinde Veri ile ilgili politika ve prosedurleri hazirlamak, gerekmesi halinde
revize etmek ve yururlige konulmasi igin gerekli aksiyonlari almak,

o Politika ve prosedurlerin uygulanmasiigin bunyede gerekli gorev dagilimini yapmak ve ilgili
aksiyonlarin alindiginin takibinin gergeklestirmek,

o Kanun’un 12. maddesi uyarinca yapilacak denetimlerin takibini yapmak,

o Kanun’un uygulamasi ile ilgili Sirket bunyesinde farkindaligi arttirmak igin alinacak
aksiyonlari belirlemek, aksiyonlara iligkin gerekli gorev dagilimini yapmak,

o Kanun ve/veya politika ve prosedurun uygulanmasi ile ilgili ortaya ¢ikabilecek soru ve
sorunlarin ¢6zumu igin gerekli aksiyonlarin alinmasini saglamak,

J Gereken hallerde veri sahibi basvurularinin ¢6zimu igin gerekli aksiyonlar almak,

J Kisisel Verileri Koruma Kurumu ile olan iligkileri yarutmektir.
5. HUKUKi YUKUMLULUKLER

Veri sorumlusu olarak Veri kapsamindaki hukuki yikumliuluklerimiz asagida siralanmaktadir:
a. Aydinlatma Yikimlaligimiiz

Veri sorumlusu olarak kigisel verileri toplarken;

@ Kisisel verilerin hangi amacgla islenecegi,

@ Ticari unvanimiza iliskin bilgiler,

@ islenen kisisel verilerin kimlere ve hangi amagla aktarilabilecegi,

@® Verileri toplama yontemimiz ve hukuki sebebi, ve

® KVKK’dan dogan haklari

hususlarinda ilgili Kisi’yi aydinlatma yikimliliigimiiz bulunmaktadir.



Sirket olarak, kamuoyuna acik olan igsbu Politika’nin anlasilir ve kolay erisilebilir olmasina 6zen
gostermekteyiz. Aydinlatma yukumluligimuzi, internet sitemiz Uzerinden veya fiziki
yerleskelerimizde yer alan panolar veya ilgili kisi gruplarina ait bilgilendirme metinleri araciligiyla
yerine getirmekteyiz.

b. Verigiivenligini saglama yukimliligimiz

Veri sorumlusu olarak isledigimiz kisisel verilerin glivenligini saglamak igin mevzuatta 6ngorulen
idari ve teknik tedbirleri almaktayiz. Veri guivenligine iliskin yukimlullkler ve alinan tedbirler igsbu
Politika’da detayli sekilde agiklanmistir.

6. KiSISEL VERILERIN iSLENMESi, SAKLANMASI, AKTARILMASI VE GUVENLIGI
KAYIT ORTAMLARI

(1) Kisisel veriler Sirket nezdinde elektronik ortamlar ve elektronik olmayan ortamlarda olmak
Uzere 2 (iki) temel sekilde saklanmaktadir. Bunlar elektronik ortamlar ve elektronik olmayan
ortamlardir.

(2) Elektronik ortamlar
a. Sunucular (Etki alani, yedekleme, e-posta, veri tabani, web, dosya paylasim, vb.)
Yazilimlar (ofis yazilimlari, mUsteri takip yazilimlari, portal)

b. Bilgi guivenligi cihazlar (glvenlik duvari, saldiri tespit ve engelleme, gunlik kayit dosyasi,
anti-viras vb.)

c. Kisisel bilgisayarlar (masaustu, dizistu)

d. Mobil cihazlar (telefon, tablet vb.)

e. Optik diskler (CD, DVD vb.)

f. Cikartilabilir bellekler (USB, hafiza karti vb.)
g. Yazicl, tarayicl, fotokopi makinesi

(3) Elektronik olmayan ortamlar

a. Kagit
b. Manuel veri kayit sistemleri (anket formlar)
C. Yazili, basili, gérsel ortamlar

7. KISISEL VERILERINIZziN iSLENMESI VE IMHASI

Sirket galisan, hissedar/ortaklar, potansiyel urlin veya hizmet alicisi, tedarikgi ¢calisani, tedarikgi
temsilcisi, Urlin veya hizmet alicisi (musteriler) ve veli/vasi/temsilci veri sahibi kategorilerine ait
kisisel verileri kanuna uygun olarak saklanir ve imha edilir.

isleme faaliyetleri



(1) Kisiler veriler Sirket tarafindan hukuka uygunluk, durustlik, amag ile sinirli olma ve olgaluluk
kriterleri cergcevesinde, Kanunda 6ngdrulen hukuki dayanaklar kapsaminda iglenir.

(2) islenen kisisel veriler, isleme amaglari ile baglantili, sinirli ve isleme ile amaglanan sonucun
elde edilmesi ile él¢uludur.

(3) isleme, ilgili kisisel verinin islenmesi igin tabi olunan mevzuatta bir siire belirlenmis ise bu siire;
eger mevzuatta bu yonde bir belirleme yapilmamis ise bu durumda isleme amaci igin gegerli slre
kadar devam edecektir.

(4) Bu kapsamda kisiler veriler;

. 6698 sayili Kisisel Verilerin Korunmasi Kanunu,

. 4857 sayili is Kanunu,

. 6361 sayili is Sagligi ve Guvenligi Kanunu,

. 6098 sayili Turk Borglar Kanunu,

. 5510 sayili Sosyal Sigortalar ve Genel Saglik Sigortasi Kanunu,

. 6502 sayili Tuketicinin Korunmasi Hakkinda Kanun,

o 5651 sayili internet Ortaminda Yapilan Yayinlarin Diizenlenmesi ve Bu Yayinlar Yoluyla

islenen Suglarla Miicadele Edilmesi Hakkinda Kanun,

. 6563 sayili Elektronik Ticaretin Duzenlenmesi Hakkinda Kanun,
o 4982 Sayili Bilgi Edinme Kanunu,

. 3071 sayili Dilekge Hakkinin Kullanilmasina Dair Kanun,

o 213 sayili Vergi Usul Kanunu,

o 5520 sayili Kurumlar vergisi Kanunu

ile bu kanunlara dayali olarak ¢ikartilan yonetmelik, teblig, ilke karari ya da adi her ne olursa olsun
ylikimli oldugu mevzuat basta olmak tizere SIRKET tarafindan faaliyetlerinin devami siiresince
uymak zorunda oldugu her tirll yasal diizenleme kapsaminda saklanmasi gereken zorunlu slire
ile sinirli olarak saklanacak/iglenecektir.

Kisisel Verileri isleme ilkeleri
Kisisel verileri agagida yer alan ilkeler uyarinca islemekteyiz.
] Hukuka ve diiriistliik kurallarina uygun isleme

Kisisel verileri durustlik kurallarina uygun, seffaf yontemlerle ve aydinlatma yukimlulugumuzu
yerine getirerek islemekteyiz. Aydinlatma yukimluluguni yerine getirirken mumkinse verinin
sizden elde edilmesi aninda kisaca isleme amacini agikliyor ve islem ile ilgili ayrintili olmayan
bilgilere ilgili kiginin erisiminizi sagliyoruz.

. Kisisel verilerin dogrulugunu ve gerektiginde giincel olmasini saglama

islenen verilerin dogru ve giincel olmasini saglamak igin veri isleme prosediirlerimizde gerekliidari
ve teknik tedbirleri almaktayiz. Ancak verilerin &nemli bir kismi ilgili Kisilerin beyani esas alinarak



islendigi icin bu beyanlari en dogru sekilde yansitmakta ve ilgili Kisilere verilerini giincellemesi ve
var ise hatalari diizeltmesi igin bagvuruda bulunma olanagi sunmaktayiz.

. Belirli, acik ve mesru amacglarla isleme

Sirket olarak, kisisel verileri kapsami ve igerigi agikga belirlenmis, faaliyetlerimizi mevzuata uygun
olarak ve hayatin olagan akisinin gerektirdigi cergcevede sirdurmek igin belirlenen mesru
amaclarimiz dahilinde islemekteyiz.

. Kisisel verilerin islendikleri amacla baglantili, sinirli ve 6lgiilii olmasi
Kisisel verileri belirledigimiz amacglarla baglantili, sinirli ve 6lgull olarak islemekteyiz.

iLgili olmayan veya islenmesine ihtiyag duyulmayan kisisel verilerin islenmesinden kaginmaktayiz.
Bu nedenle, yasal gereklilik olmadigl sirece 6zel nitelikte kisisel verileri islememekte veya
islememiz gerektiginde konuya iligkin agik riza almaktayiz.

. Kisisel verilerin kanuni diizenlemelerde 6ngériilen veya mesru menfaatlerimizin
gerektirdigi siireler boyunca saklanmasi

Mevzuattaki birgok duzenleme kigisel verilerin belirli bir sire saklanmasini zorunlu kilmaktadir. Bu
nedenle, isledigimiz kisisel verileri ilgili mevzuatta ongorulen veya kisisel verilerin islenme
amaclari i¢in gerekli olan stre kadar saklamaktayiz.

Mevzuatta ongorulen saklama slresinin sona ermesi veya igsleme amacinin ortadan kalkmasi
durumunda kisisel verileri silmekte, yok etmekte veya anonim hale getirmekteyiz.

isleme Amaglan

Sirket, her turlu Grin ve hizmetlerinde kullanilmak, gergeklestirilecek hizmetin muhatabini
belirlemek UGzere bilgilerini tespit i¢cin kimlik, e-mail adres, tc kimlik no veya vergi numarasi
bilgilerini kaydetmek, elektronik ortamda gerceklestirilecek is ve islemlere dayanak olacak bilgi
ve belgeleri dizenlemek, ilgili mevzuat uyarinca adli ve idari tim yetkili mercilerce 6ngorulen bilgi
saklama, raporlama ve bilgilendirme yuUkumluliklerine uymak, ilerde dogabilecek hukuki
uyusmazliklarda delil ve ispat yukimlulugu amaciyla kisisel verileri islemektedir.

istemenin Hukuki Dayanagi

(1) isleme faaliyetinin hukuki dayanagi temelde ilgili veri sahibinin s6z konusu isleme eylemine
gostermis oldugu rizadir. Bu rizanin ilgili veri sahibinin, isleme faaliyetine ve sonuglarinaiiliskin her
turla bilgi ile ve iradesini fesada ugratabilecek her tirlu etkiden uzak, 6zgur iradesi ile verilmesi
gerekir.

(2) Ancak asagida sayilan durumlarin varligi halinde ilgili veri, veri sahibinin rizasina ihtiyag
olmaksizin da islenebilir.

a. Kanunlarda acgikga 6ngorulmesi

b. Fiiliimkansizlik nedeniyle rizasini agiklayamayacak durumda bulunan veya rizasina hukuki
gecerlilik taninmayan kiginin kendisinin ya da bir bagkasinin hayati veya beden
butunligunun korunmasit igin zorunlu olmasi

C. Bir sozlesmenin kurulmasi veya ifasiyla dogrudan dogruya ilgili olmasi kaydiyla,
s6zlesmenin taraflarina ait kisisel verilerin islenmesinin gerekli olmasi

d. Sirketin hukuki yikumliluguni yerine getirebilmesi igin zorunlu olmasi



e. ilgili kisinin kendisi tarafindan alenilestirilmis olmasi

f. Bir hakkin tesisi, kullanilmasi veya korunmasi igin veri islemenin zorunlu olmasi

g. ilgili kisinin temel hak ve 6zgirliklerine zarar vermemek kaydiyla, veri sorumlusunun
mesru menfaatleri igin veri islenmesinin zorunlu olmasi

Kisisel verileriniz Sirketimiz tarafindan Kanun’da belirtilen temel ilkelere uygun olarak kisisel veri
isleme sartlarn cergevesinde asagida belirtilen amaclarla islenebilecektir:

1) Sirketimiz tarafindan, hizmetlerimize yonelik uyelik Gcretinin 6denmesi, kullanici giris ve
kullanici sorularina verilen cevaplarin argivine ulasilabilmesi, hukuki ve ticari yakamluliklerin
yerine getirilmesi amaci ile kisisel verilerinizin islenmesi, saklanmasi, destek hizmeti alinan

kurumlara aktarilmasi:

Kisisel Veri

islenme Amaci

Hukuki Sebebi

e Kimlik Bilgileriniz (isim, soy
isim bilgisi, TCKN Bilgisi)

e |letisim Bilgisi (e-posta
bilgisi)

e Kullanici islem Bilgisi (satin
alma kapsaminda soru-analiz
hizmet yararlanma gegcmisi)

L Sirketimiz tarafindan
sunulan drun ve hizmetlerin
satisinin gergeklestirilmesi,

e Uriin ve hizmetlerimizin
satis sonrasi kullanim sinirlari
takibi,

e Satin alinan hizmetlerin
gecmisine ulagmak istemeniz
halinde arsivinize ulagmaniz
e Kullanicilarimizin talep veya
sikayetlerinin alinmasi ve
yerine getirilmesi ile musteri
iligkileri ydonetimi,

e Kullanici talep ve
sikayetlerinin sirketici
raporlamalarinin
gerceklestirilmesiile is
sureglerinin iyilestirilmesi,

e Sirketimizin muasterilerimize
yonelik sundugu kampanya
veya firsatlardan
faydalanilmasi halinde kimlik
dogrulama iglemlerinin
gerceklestirilmesi

¢ Kisisel verileriniz Sirketimiz
urun veya hizmetlerine iligkin
gerceklestirmis oldugunuz
alisveris kapsaminda gerekli
yukamlaltklerin yerine
getirilmesiile

e Uriinlerimizin satis sonrasi
hukuki yukumlaliklerimiz
kapsaminda igslenmektedir.

* Kanun’un 5 inci maddesi
uyarinca veri sorumlusunun
mesru menfaatinin varlig
halinde ilgili kigilerin temel
hak ve 6zgurliklerine zarar
vermemek kaydi ile kigisel
veriler islenebilecektir. Bu
dogrultuda musteri
memnuniyetinin saglanmasi
devamlligin saglanmasi,
musteri kaybinin 6nlenmesi
ve yeni musteri kazaniminin-
onemine binaen Sirketimizin
mesru menfaati
dogrultusunda kisisel veriler
islenmektedir.

* Odeme yapabilmeniz amaci ile ilettiginiz kredi karti bilgileri uygulama/web sitemizde
islenmemekte, saklanmamakta, hizmet aldigimiz 6deme hizmet saglayici tarafindan temin
edilerek tahsilat gerceklestirilmektedir.

2) internet sitemize gerceklestirilen Ulyelikler kapsaminda kisisel verilerinizin islenmesi,
serverlarda saklanmasi, log kaydi alinmasi amaglari ile islenmesi, saklanmasi, aktarilmasi:

Kisisel Veri

islenme Amaci

Hukuki Sebebi

¢ Kimlik Bilgileriniz (isim,
soyisim bilgisi)
* iletisim Bilgisi (e-posta)

* internet sitemize lye
olunmasi,

e Kisisel verileriniz Sirketimiz
internet sitemize Uye
olunmasi ile sizlere sunulan




* Miisteri islem Bilgisi (satin
alinan paket bilgisi)

* islem Giivenligi Bilgisi
(Uyelik sifre bilgisi)

e Uyelik iptali islemlerinin
gerceklestirilmesi,

e Uyelik kapsaminda alinan
bilgi glincelleme islemlerinin

hizmetlerden faydalanmaniz
amaciyla islenmektedir.

gerceklestirilmesi,

e E-posta dogrulama
islemlerinin yaratama.
8. KISISEL VERILERIN PAYLASILMASI

Kisisel verileriniz Kanun’un kisisel verilerin aktarimina iliskin maddesinde belirtilen sartlara uygun
sekilde, asagidaki kisilere belirtilen amacglar dogrultusunda aktarilabilecek veya tarafimiza
iletilebilecektir.

e Uriin ve hizmetlerimizin 6demelerinin tahsil edilmesi,

¢ Bilgi teknolojileri kapsaminda yazilim, bakim, guvenlik ve kisisel verileri barindirma konularinda
hizmet alinan tedarikgilerimiz;

e Sirketimiz ile is iligkisi icerisinde olan uglUncu gercek veya tuzel kisiler ile yapilan s6zlesmeler
veya yurutulen faaliyetler ¢cercevesinde hukuki ve ticari yakimluluklerin gerceklestirilmesi igin,
Sirketimiz tarafindan sozlesmeden kaynaklanan yukumliluklerin ifasi, hak tesisi, haklarin
korunmasi, ticari ve hukuki degerlendirme suregleri, hukuki ve ticari risk analizleri, hukuki uyum
sureci, maliigslerin yaratulmesi amaci ile danismanlarimiz ile

e Sirketimiz ticari ve is stratejilerinin belirlenmesive uygulanmasi amaci dogrultusunda; Sirketimiz
tarafindan yurutulen finansal operasyonlar, iletisim, piyasa arastirmasi, satin alma operasyonlari,
Kurumumuzun ticari ve ig stratejilerinin belirlenmesi ve uygulanmasi, Kurumumuzun i¢ sistem ve
uygulama ydnetimi operasyonlari, hukuki operasyonlarin ydnetimi amaci ile c¢alisan ve

danismanlarimizile.
9. ACIK RIZANIZIN VARLIGI HALINDE KiSISEL VERILERINiziN iSLENMESIi VE PAYLASIMI

Kanun kapsaminda bazi amacglar dahilinde kisisel verilerin islenebilmesiiginilgilinin agik rizasinin
alinmis olmasi gerekmektedir. Kanun’daki kisisel veri igsleme sartlari dogrultusunda hareket eden
Sirketimiz asagida yer alan kisisel veri isleme amagclari dogrultusunda kisisel verilerinizi ancak
onay vermis olmaniz halinde,

e Uriin ve hizmetlerimizin sizlerin begenilerinize, kullanim aliskanliklariniza ve ihtiyaglariniza gore
Ozellestirilerek sizlere o6nerilmesi; analiz, segmentasyon veya hedefleme c¢alismalarinin
yurutulmesi; size 6zel drun veya hizmet tekliflerinin, yeni Grtn duyurularinin, kampanyalarin,
promosyonlarin sunumu ile diger pazarlama aktivitelerinin yuratilmesi; anket ve mdusteri
memnuniyet 6lcuUmu galismalarinin gergeklestirilmesi ve bu kapsamda sizlerle elektronik yollarla
iletisime gecilmesi, hukuki surelere uygun olarak saklanan verilere erisim, fiziksel ve dijital
ortamlarda yedekleme, arsivleme, 6deme hizmet saglayicilarindan 6deme alinmasi, barindirma
hizmetlerinin temini amaclari ile islenebilecek ve amaclar dogrultusunda hizmet aldigimiz
ucuncu kigi tedarikgilerimizle paylasilabilecektir.

10. iIMHAYI GEREKTIREN SEBEPLER
(1) Kisisel veriler;
a. islenmesine esas teskil eden ilgili mevzuat hiikiimlerinin degistirilmesi veya ilgasi,

b. islenmesini veya saklanmasini gerektiren amacin ortadan kalkmasi,



C. Kisisel verileri islemenin sadece acgik riza sartina istinaden gercgeklestigi hallerde, ilgili
kisinin acgik rizasini geri almasi,

d. Kanunun 11 inci maddesi geregi ilgili kisinin haklari gergevesinde kisisel verilerinin
silinmesi ve yok edilmesine iligskin yaptig bagvurunun Kurum tarafindan kabul edilmesi,

e. Sirketin ilgili kisi tarafindan kisisel verilerinin silinmesi, yok edilmesi veya anonim hale
getirilmesi talebi ile kendisine yapilan basvuruyu reddetmesi, verdigi cevabi yetersiz
bulmasi veya Kanunda ongérulen sure icinde cevap vermemesi hallerinde; Kurula
sikayette bulunmasi ve bu talebin Kurul tarafindan uygun bulunmasi,

f. Kisisel verilerin saklanmasini gerektiren azami surenin ge¢gmis olmasi ve kisisel verileri
daha uzun sure saklamayi hakli kilacak herhangi bir sartin mevcut olmamasi,

durumlarinda, Sirket tarafindan ilgili kisinin talebi Gzerine silinir, yok edilir ya da re’sen silinir, yok
edilir veya anonim hale getirilir.

11. OZEL NITELIKTEKI KiSISEL VERILERE iLISKIN OZEL HUKUMLER

(1) Kisilerin irki, etnik kékeni, siyasi dusuincesi, felsefi inanci, dini, mezhebi veya diger inanglari,
kilik ve kiyafeti, dernek, vakif ya da sendika Uyeligi, sagligl, cinsel hayati, ceza mahkUmiyeti ve
guvenlik tedbirleriyle ilgili verileri ile biyometrik ve genetik verileri 6zel nitelikli kisisel veridir.

(2) Ozel nitelikteki kisisel verilerin islenmesi ve aktarilmasinda da temel islemi dayanagi ilgili veri
sahibinin nzasidir. Saglik ve cinsel hayat digindaki kisisel veriler, kanunlarda 6ngorilen hallerde
ilgili kisinin agik rizasi aranmaksizin islenebilir. Saglik ve cinsel hayata iligkin kisisel veriler ise
ancak kamu sagliginin korunmasi, koruyucu hekimlik, tibbi teshis, tedavi ve bakim hizmetlerinin
yurutilmesi, saglik hizmetleri ile finansmaninin planlanmasi ve yonetimi amaciyla, sir saklama
yukUmlalugu altinda bulunan kisiler veya yetkili kurum ve kuruluslar tarafindan ilgilinin agik rizasi
aranmaksizin islenebilir.

(3) Sirket veri kayit sistemlerinde 6zel nitelikteki kigisel veri olarak din bilgisi, saglik verileri, ceza
mahkumiyeti ve guvenlik tedbirleri ile biyometrik veri tutulmaktadir. Saglik verisi, ceza
mahkumiyeti ve guvenlik tedbirleri ile biyometrik veriler ise sadece c¢alisanlar agisindan
tutulmaktadir. Bu verilerin isleme amaclari, saglik verileri ile ceza mahkumiyeti ve guvenlik
tedbirleri veri kategorisi agisindan kanunlarda islemenin agik¢a zorunlu tutulmasi; biyometrik veri
acgisindan ise Sirketin mesru menfaati hukuki dayanaklari ile islenmektedir.

(4) Ozel nitelikteki verilerin isleme amaglari, isleme ve silme/imha etme/anonimlestirme siireleri
acisindan da isbu Politikanin ilgili maddeleri uygulanir. Sirketimizde c¢alisan, tedarikgi, is
ortaklarinin fotograf, fiziksel ortamlarda glivenlik amaci ile kamera goruntuleri, galisanlarin sirket
giris cikisinda biyometrik verileri alinarak 6zel nitelikli veri guvenlik amaci ile tutulmakta olup
hizmet saglanan tuketicilerin 6zel nitelikli verileri sirketimizde tutulmamaktadir.

(5) Sirket 6zel nitelikteki kisisel verilerin islenmesinde;

a. Ozel nitelikli kisisel verilerin islendigi siireclerde yer alan galisanlara yonelik olarak Kanun,
ikincil mevzuat ve Kurul’'un yayimlayacagi her tur karar ve rehber ile 6zel nitelikli kisisel veri
guvenligi konularinda duzenli olarak egitim verilir,

b. Ozel nitelikteki kisisel verilere erisimi bulunan ¢alisanlar ile gizlilik s6zlesmesi yapilmistir,

C. Verilere erisim yetkisine sahip kullanicilarin yetki kapsamlari ve surelerini net olarak
tanimlanmistir



d. Periyodik olarak yetki kontrolleri gerceklestirilmektedir

e. Gorev degisikligi olan ya da isten ayrilan galisanlarin bu alandaki yetkilerinin derhal
kaldirilmasi, bu kapsamda, veri sorumlusu tarafindan kendisine tahsis edilen envanter
iade alinmaktadir.

(6) Elektronik ortamda saklanan 6zel nitelikli kisisel verilere iligkin olarak;
a. Veriler fiziki olarak gutvenli ve farkli ortamlarda tutulur,

C. Veriler Gzerinde gerceklestirilen tUm hareketlerin igslem kayitlarinin denetim izleri tutulur
ve s0z konusu denetim izlerinin glivenligi saglanir,

d. Calisanlarin biyometrik verisi ile giris yapilan galisma alanlari igin veriler herhangi bir yere
aktarilmamakta, donanim diski haricinde erigilebilir bir ortamda tutulmamakta,
arsivlenmemektedir.

e. Dijital kayitlara erisim Sirket personelinin erigsimine agik degil, farkli ortamda 6zel izin ve
talepler kapsaminda edinilebilir sekilde ayrisik tutulmaktadir. Erigsim kisiti saglanmakta
yetki matrisi ile erisime sadece hukuki gereklilikler halinde izin verilmektedir.

f. Verilere uzaktan erisim gerektiginde 6zellikle disaridan hizmet alinan kuruluslara Sistemde
erigebilecek alan tanimlamasi yapilmakta, erisim saglanan IP numaralarinin loglari
tutulmakta, uzaktan erisim ile gerceklestirilen igslemler gérsel olarak da takip edilmektedir.

(7) Galisan 6zluk dosyalarinda fiziken saklanan 6zel nitelikli kisisel verilere iligkin olarak yetkisiz
erisimin engellenmesi amaciyla gerekli guvenlik d6nlemleri alinmis olup, dosyalar insan kaynaklari
yoneticisi kontrolunde olmak tzere kilitli dolaplar igerisinde tutulmaktadir. S6z konusu dolaplarin
anahtarlari insan kaynaklari birim yoneticisi kontoérlindedir. Tek ve insan kaynaklari yoneticisi
kontrolinde olan bir bilgisayarda veriler dijital ortamda kayitlar, giris-¢ikis bilgileri ile
tutulmaktadir. Ozliik dosyalarinin arsivlendigi béliim dahil tim bina hizmetleri agisindan elektrik
kagagl, yangin, su baskini, hirsizlik vb. durumlara kargi gerekli 6nlemler alinmistir.

SIRKETIMIiZ KULLANICILARA AIT OZEL NITELIKLI KiSISEL VERI ALMAMAKTADIR.
12. KiSISEL VERILERIN iIMHA YONTEMLERI

(1) ilgili mevzuatta dngodriilen siire ya da islendikleri amag igin gerekli olan saklama siiresinin
sonunda kisisel veriler, Sirket tarafindan resen veya ilgili kisinin basvurusu Uzerine yine ilgili
mevzuat hukimlerine uygun olarak asagida belirtilen tekniklerle imha edilir.

(2) Kisisel verilerin silinmesi, kisisel verilerin bulundugu elektronik ya da fiziki ortamlar itibariyle
ilgili kullanicilar icin hi¢bir sekilde erisilemez ve tekrar kullanilamaz hale getirilmesidir. Bunlar,

a. Sunucularda Yer Alan Kisisel Veriler: islenme siresi sona eren ya da isleme amaci
ortadan kalkan veriler igin sistem yOneticisi tarafindan ilgili kullanicilarin erigim
yetkisi kaldirilarak silme iglemi yapilir.

b. Elektronik Ortamda Yer Alan Kisisel Veriler: islenme siiresi sona eren ya da isleme
amaci ortadan kalkan kisisel veriler, veri tabani yoneticisi hari¢ diger calisanlar (ilgili
kullanicilar) igin higbir sekilde erisilemez ve tekrar kullanilamaz hale getirilir.

C. Fiziksel Ortamda Yer Alan Kisisel Veriler: islenme siiresi sona eren ya da isleme amaci
ortadan kalkan kisisel veriler evrak arsivinden sorumlu birim ydneticisi hari¢ diger
calisanlar i¢in higbir sekilde erigilemez ve tekrar kullanilamaz hale getirilir.



d. Tasinabilir Medyada Bulunan Kisisel Veriler: Flash tabanli saklama ortamlarinda tutulan
kisisel verilerden islenme suresi sona eren ya da isleme amaci ortadan kalkan kisisel
veriler sistem vydneticisi tarafindan sifrelenerek ve erisim yetkisi sadece sistem
yOneticisine verilerek sifreleme anahtarlaryla givenli ortamlarda saklanir.

(3) Kisisel verilerin yok edilmesi kisisel verilerin hi¢ kimse tarafindan higbir sekilde erigilemez, geri
getirilemez ve tekrar kullanilamaz hale getirilmesi islemidir. Bunlar;

a. Fiziksel Ortamda Yer Alan Kisisel Veriler: Kagit ortaminda yer alan kisisel verilerden
islenme siiresi sona eren ya da isleme amaci ortadan kalkan kisisel verilerin bulundugu
dokumanlar kagit 6gutme makinelerinde geri dondurulemeyecek sekilde yok edilir.

b. Optik / Manyetik Medyada Yer Alan Kisisel Veriler: islenme siiresi sona eren ya da
isleme amaci ortadan kalkan kisisel veriler fiziksel olarak yok edilmesi iglemi uygulanir.
Ayrica, manyetik medya 06zel bir cihazdan gegirilerek yuksek degerde manyetik alana
maruz birakilmasi suretiyle Uzerindeki veriler okunamaz hale getirilir ve yetkili imha
kuruluglarindan imha delilleri ile hizmet alinmaktadir.

(4) Kisisel verilerin anonimlestirilmesi, kisisel verilerin bagka verilerle eslestirilse dahi higbir
surette kimligi belirli veya belirlenebilir bir gergek kisiyle iligskilendirmeyecek hale getirilmesidir.
Ornegin; TCKN, Ad-Soyad vb. verilerin higbir surette kimligi belirli veya belirlenebilir bir gergek
kisiyle iliskilendirmeyecek hale getirilerek kullanilmasi.

(5) Kisisel verilerin anonim hale getirilmis olmasiigin; kisisel verilerin, veri sorumlusu veya Gguncu
kisiler tarafindan geri dondurulmesive/veya verilerin bagka verilerle eslestirilmesi gibi kayit ortami
ve ilgili faaliyet alani agisindan uygun tekniklerin kullanilmasi yoluyla dahi kimligi belirli veya
belirlenebilir bir gercek kisiyle iliskilendirilemez hale getirilmesi gerekir.

13. SAKLAMA VE iMHA SURELERI

(1) Sirket tarafindan, faaliyetleri kapsaminda islenmekte olan kisisel verilerle ilgili olarak agsagida
belirtilen saklama surelerine bagli kalarak saklama islemini yapacagi saklama sureleri sona eren
kisisel veriler igin re’sen silme, yok etme veya anonim hale getirme islemi de kurumumuz
tarafindan yerine getirilir. Saklama ve imha siireleri asagida siireg bazli tabloda gésterilmistir.

Tablo 1: Sureg bazinda saklama ve imha sureleri tablosu

Siirec Saklama Siiresi imha Siiresi

Sirket faaliyetleri 10yl Saklama suresinin bitimini takip eden

ilk periyodik imha sUresinde

insan Kaynaklari Stiregleri | 10 yil Saklama suresinin bitimini takip eden
ilk periyodik imha suresinde, fiziksel
ortamda tutulanlar saklama siresi

sonunda.

Log Kayit Takip Sistemi 10 Yil Saklama suresinin bitimini takip eden

ilk periyodik imha sUresinde




Donanim ve Yazilima | ilgili yazilim ve | Talepten itibaren 6 ay igerisinde
Erisim Sureglerinin | donanimin  imhasi
Yuratalmesi yazili olarak talep

edilinceye kadar

Finansal Belgeler 10Yll Saklama suresinin bitimini takip eden

2 yiligerisinde.

Sirket giris-cikis kayitlari 10Vl Saklama suresinin bitimini takip eden

ilk periyodik imha sUresinde

Musteri Verileri Uyelik Arsivleri 1 yil, | Miisterilere destek hizmeti saglanmasi
Uyeligin Sona Erme |amaci kullanici girisleri 1 yil ve Gyelik
tarihinden itibaren 1 |sonlandirilmasindan itibaren 1 ay

ay icinde arsivleri ile imha edilmektedir.

14. KiSISEL VERILERIN AKTARILMASI
Kigisel verilerin yurt igine aktarimi

Sirket olarak, kisisel verilerin aktarilmasi konusunda KVKK’da dngorulen dizenlemelere ve KVK
Kurulu tarafindan alinan kararlara uygun bir sekilde hareket etmekteyiz.

Mevzuatta yer alan hukuka uygunluk nedenleri sakli kalmak kaydiyla, kigisel veriler ve 6zel nitelikli
veriler ilgili Kisi’nin acik rizasi olmadan tigiincii kisilere aktarilmaz.

Kisisel Verilerin Yurt Disina Aktarimi
Kisisel veriler kural olarak ilgili Kisi’nin acik rizasi olmaksizin yurt disina aktarilamaz.

Bununla birlikte, isbu Politika’da yer alan hukuka uygunluk nedenlerinden birisinin varligi varligi ve
yurt digina aktarim yapilacak olan tguncu kisinin:

l. KVK Kurulu tarafindan guvenli kabul edilen ulkelerden birinde yerlesik olmasi,

. KVK Kurulu tarafindan guvenli kabul edilen tlkelerden birinde yerlesik olmamasi halinde
ise, Sirket ve guvenli olmayan ulkedeki veri sorumlusunun, yeterli bir korumayi yazili olarak
taahhudt etmeleri ve KVK Kurulu’nun ilgili yurt digi aktarimina izninin bulunmasi,

hallerinde kisisel veriler agik rizaya bagli olmaksizin yurt disina aktarilabilecektir. ONAYINIZA
SUNULMADAN KADAR KiSISEL VERILERINiZ YURTDISINA AKTARILMAMAKTADIR.

Sirket Tarafindan Kisisel Verilerin Aktarildigi Ugiincii Kisiler

Kisisel veriler isbu Politika’da belirtilen kurallar kapsaminda asagida listelenen kisi kategorilerine
aktarilabilir:

1. Yetkili kamu kurum ve kuruluslari

2. Gergek kisiler veya 6zel hukuk tlzel kisileri



Alici Gruplari Aciklama Aktarim Amaci

S6z konusu yasal dizenlemenin o6ngordugi
kapsamda,
@ faaliyetlerin mevzuata uygun
yurutulmesi,

) ® hukukislerinin takibi ve yuratilmesi,
- Ilgili yasal dizenlemeler
Yetkili Kamu ® yetkili kisi, kurum ve kuruluglara bilgi
kapsaminda  Sirket’ten
Kurum ve verilmesi,
bilgi ve belge almaya
Kuruluglan ® calisanlar igin is akdi ve mevzuattan
yetkili kamu kurum ve
kaynakli yukumlaldklerin yerine
kuruluslarini ifade eder.

getirilmesi,
® s faaliyetlerinin yurutulmesi/denetimive
® is sagligi/guvenligi faaliyetlerinin
yurutalmesi

amacglariyla aktarilabilecektir.

Soz konusu faaliyetlerimiz ve hizmetlerimizin
Faaliyetlerimiz ve
sunulmasinda;
hizmetlerimiz
® s faaliyetlerinin yurutulmesi,
Gercek kisiler | kapsaminda  Sirket’ten

® isve/veyahizmet surekliligin saglanmasi,
veya Ozel hukuk | bilgi ve belge almaya

@® oOdemelerin saglanabilmesi,

tazel kigileri yetkili gercek veya 06zel
® s sureglerinin planlanmasi ve yonetimi,
hukuk tazel kisilerini ifade
barindiritlmasi
eder.
® musteri memnuniyetinin saglanmasi

amaciyla aktarilabilecektir.

15. TEKNiK VE IDARI TEDBIRLER

Kisisel verilerin guvenli bir sekilde saklanmasi, hukuka aykiri olarak islenmesi ve erigilmesinin
onlenmesiile kisisel verilerin hukuka uygun olarak imha edilmesii¢in Kanunun 12nci maddesinde
belirtilen 6zel nitelikli kigisel veriler icin Kurul tarafindan belirlenerek ilan edilen yeterli dnlemler
cergevesinde Sirket tarafindan teknik ve idari tedbirler alinir.

Kisisel Verilerin Hukuka Uygun Olarak Aktarilmasini Saglamak igin Aldigimiz Tedbirler
15.1. Teknik tedbirler

Kisisel verileri korumak icin, asagida sayilanlarla sinirli olmamak Uzere, c¢esitli tedbirler
almaktayiz. Bu kapsamda;



1. Ag guvenligi ve uygulama guvenligini saglamakta,

2. Ag yoluyla kisisel veri aktarimlarinda kapali sistem ag kullanmakta,

3. Bilgi teknolojileri sistemleri tedarik, gelistirme ve bakimi kapsaminda guvenlik dnlemleri
almakta,

4. Erisim loglarini dizenli olarak tutmakta ve kullanici mudahalesi olmayacak sekilde

saklamakta,

5. Gulncel anti-virus sistemleri kullanmakta,

6. Guvenlik duvarlar kullanmakta,

7. Kisisel veriler mimkun oldugunca azaltmakta,

8. Kisisel verileri yedeklemekte ve yedeklenen kisisel verilerin glvenligini de saglamakta,

sirket ici gerekli uyarilar ve bilgilendirmeler duzenli olarak yapilmakta,

9. Kullanici hesap yonetimi ile yetki kontrol sistemi uygulanmakta ve bunlarin takibini de
yapmakta, sifreleme, kod alma, sifre yenileme sistemleri kullanilmakta,

10. Saldiri tespit ve 6nleme sistemlerini kullanmakta,

11. Siber guvenlik 6nlemlerini alip, uygulanmasini sirekli takip etmekteyiz.

15.2. idari Tedbirler

Kisisel verileri korumak icin, asagida sayilanlarla sinirli olmamak Uzere, c¢esitli tedbirler
almaktayiz. Bu kapsamda;

1. Calisanlar igin yetki matrisi olusturmakta,

2. Gorev degisikligi olan ya da isten ayrilan ¢alisanlarin bu alandaki yetkilerini kaldirmakta ve
3. Kisisel veri iceren fiziksel ortamlara giris cikislarla ilgili gerekli guvenlik dnlemlerini
almaktayiz.

4, Sirket fiziksel alanlarinda ad-soyad ve kaydedilmeksizin kimlik kontroll ile giris

saglanmaktadir.
Ziyaretcilerin ad-soyad iceren giris-¢ikis bilgisi fiziksel ortamda 5 yil saklanmaktadir.
16. TEDBIRLER KAPSAMINDA KiSiSEL VERILERIN GUVENLIGIi
Kisisel verilerin glivenligine iliskin ylkiimliilliklerimiz

Sirket olarak;

([ Kisisel verilerin hukuka aykiri olarak igslenmesini dnlemek,
([ Kisisel verilere hukuka aykiri olarak erisilmesini dnlemek ve
[ Kisisel verilerin hukuka uygun olarak saklanmasini saglamak

icin teknolojik olanaklar ve uygulama maliyetlerine gore idari ve teknik tedbirler almaktayiz.



Kisisel Verilerin Hukuka Aykin Olarak islenmesini Onlemek igin Aldigimiz Tedbirler
Sirket icerisinde gerekli denetimleri yapmakta ve yaptirmakta,

Calisanlarimizi kisisel verilerin hukuka uygun olarak igslenmesi hakkinda egitmekte ve
bilgilendirmekte,

([ Kisisel verilerin islenmesi amaciyla Uguncu kisilerle isbirligi yapildigi hallerde, kisisel
verileri igleyen sirketler ile yapilan sd6zlesmelerde gerekli glivenlik tedbirlerinin alinmasina
iliskin hukimlere yer vermekte ve

o Kisisel verilerin hukuka aykiri olarak ifsa edilmesi veya veri sizintisi olmasi halinde ilgili
Kisi’ye ve KVK Kurulu’na durumu bildirerek bu hususta mevzuat tarafindan 6ngorulen
incelemeleri yapmakta ve ilgili tedbirleri almaktayiz.

B. Kisisel Verilere Hukuka Aykiri Olarak Erisilmesini Engellemek igin Alinan Teknik Ve
idari Tedbirler

Kisisel verilere hukuka aykiri olarak erigilmesini engellemek igin;

o Teknik uzmanulgl olan ana hissedar gruptan uzaktan erisim veya fiziksel olarak destek
almakta ve ¢alisanlar istihdam etmekte,

o Teknik tedbirleri belirli araliklarla giincellemekte ve yenilemekte,
([ Sirket icerisinde erisim yetkilendirme prosedurleri olusturmakta,
([ Aldigimiz teknik tedbirlerin ve denetim sureglerinin raporlanmasina iliskin usulleri

belirlemekte,

([ Sirket igerisinde kullanilmakta olan veri kayit sistemlerinin mevzuata uygun sekilde
kullanilmasi amaci ile belirli araliklarla denetimlerini yapmakta,

o Olusabilecek risklere karsi acil yardim planlar olusturup bunlarin uygulanmasina iligkin
sistemler gelistirmekte,

([ Calisanlarimizi  kigisel verilere erisim, vyetkilendirme hususlarinda egitmekte ve
bilgilendirmekte,

([ Kisisel verilerin iglenmesi, saklanmasi gibi faaliyetler amaciyla uguncu kisilerle igbirligi
yapildigi hallerde, kisisel verilere erisim saglayan sirketler ile yapilan sozlesmelerde; kisisel
verilere erisim saglayan kisiler tarafindan gerekli givenlik tedbirlerinin alinmasina iliskin
hukdmlere yer vermekte,

o Kisisel verilere hukuka aykiri olarak erisilmesini engellemek tzere teknolojik gelismeler
dahilinde guvenlik sistemleri kurmaktayiz.

C. Kisisel Verilerin Hukuka Aykir ifsasi Durumunda Aldigimiz Tedbirler

Kisisel verilerin hukuka aykiri ifsasinin engellenmesine yonelik idari ve teknik tedbirler almakta ve
ilgili prosedurlerimize uygun sekilde bunlar giincellemekteyiz. Kigisel verilerin yetkisiz olarak ifsa
edildigini tespit etmemiz halinde bu durumu llgili Kisi’ye ve KVK Kurulu’na bildirmek igin gerekli
sistem ve alt yapilari olusturmaktayiz.



Alinan tim idari ve teknik tedbirlere ragmen hukuka aykiri bir ifsa gergeklesmesi durumunda, KVK
Kurulu tarafindan gerek gortilmesi halinde bu durum, KVK Kurulu’nun internet sitesinde veya
baska bir yontemle ilan edilebilecektir.

17. KANUN KAPSAMINDAKiI HAKLARINIZ

Kanun’un 11. maddesi uyarinca veri sahipleri,

e Kisisel veri islenip islenmedigini 68renme,

¢ Kisisel verileri islenmigse buna iligkin bilgi talep etme,

e Kisisel verilerin islenme amacini ve bunlarin amacina uygun kullanilip kullanitmadigini 6grenme,
e Yurt iginde veya yurt disinda kisisel verilerin aktarildig Uglncu kisileri bilme,

e Kisisel verilerin eksik veya yanlis islenmis olmasi halinde bunlarin dizeltilmesini isteme ve bu
kapsamda yapilan islemin kisisel verilerin aktarildig1 Gguncu kisilere bildirilmesini isteme,

e Kanun ve ilgili diger kanun hukimlerine uygun olarak islenmis olmasina ragmen, islenmesini
gerektiren sebeplerin ortadan kalkmasi halinde kisisel verilerin silinmesini veya yok edilmesini
isteme ve bu kapsamda yapilan iglemin kigisel verilerin aktarildigi Gguncu kisilere bildirilmesini
isteme,

e islenen verilerin miinhasiran otomatik sistemler vasitasiyla analiz edilmesi suretiyle kisinin
kendisi aleyhine bir sonucun ortaya ¢ikmasina itiraz etme,

e Kisisel verilerin kanuna aykiri olarak islenmesi sebebiyle zarara ugramasi halinde zararin
giderilmesini talep etme

haklarina sahiptir.

Kanun kapsaminda, kisisel verilerinizle ilgili basvuruda bulunmak istemeniz halinde kayith elektronik
posta (KEP) adresi, glivenli elektronik imza, mobil imza yoluyla Sirketimizin info@legalengine.com.tr
adresine basvurulariniz, Veri Sorumlusuna Bagvuru Usul ve Esaslari Hakkinda Teblig (“Teblig”) uyarinca,
ilgili Kisi’nin basvurusunda isim, soyisim, basvuru yazili ise imza, T.C. kimlik numarasi, (basvuruda
bulunan kisinin yabanci olmasi halinde uyrugu, pasaport numarasi veya varsa kimlik numarasi),
tebligata esas yerlesim yeri veya is yeri adresi, varsa bildirime esas elektronik posta adresi, telefon
numarasi ve faks numarasi ile talep konusuna dair bilgilerin bulunmasi zorunludur.

ilgili Kisi yukarida belirtilen haklari kullanmak icin yapacagi ve kullanmayi talep ettigi hakka iliskin
aciklamalari iceren basvuruda talep edilen hususu acgik ve anlasilir sekilde belirtmelidir. Basvuruya
iliskin bilgi ve belgelerin basvuruya eklenmesi gerekmektedir.

Basvuru kapsaminda iletmekte oldugunuz taleplerinize iliskin bilgilerin dogru ve gilincel olmamasi,
yvanhs/yaniltici bilgilerle ya da yetkisiz basvuru yapilmasi halinde basvurunuz reddedilerek, usulsiiz
islem yapan kisi hakkinda yasal yollara basvurulacaktir.

Talep konusunun basvuranin sahsi ile ilgili olmasi gerekmekle birlikte, baskasi adina hareket ediliyor
ise, basvuruyu yapanin bu konuda 06zel olarak yetkili olmasi ve bu yetkinin belgelendirilmesi (noter
tasdikli vekaletname veya yetki belgesi) gerekmektedir. Aksi takdirde, yetkisiz G¢linci kisilerin baskasi
adina yaptigi talepler degerlendirmeye alinmayacaktir. Ayrica veri sorumlusu olarak Gglinci kisilerin
ilgili Kisi basvurusu yaparak kisisel verilere yetkisiz erisimini engellemek ve kisisel verilerinizin
glvenliginin saglanmasi amaciyla, kimlik ve yetki tespiti icin kimligi dogrulayici belgelerin (Niifus
ciizdani veya siiriicli belgesi sureti vb.) eklenmesi gerekmektedir.



17. 1. Bagvurunun Degerlendirilmesi
i Basvurunun Cevaplandirilma Siiresi

KVKK'nin 13. maddesinin birinci fikrasi uyarinca; veri sorumlusu sifatiyla Sirket’e bu taleplere iliskin
olarak yapilacak basvurularin iletilmesi gerekmektedir. Talebiniz Teblig’in 6. maddesi uyarinca,
tarafimiza ulastig tarihten itibaren talebin niteligine gére en kisa siirede ve en ge¢ otuz giin icinde
Ucretsiz olarak sonuclandirilacaktir. Ancak islemin ayrica bir maliyet gerektirmesi halinde Teblig’in 7.
maddesi geregince (icret alinabilir.

iii. Basvuruyu Reddetme Hakkimiz
Kisisel veriler ile ilgili basvurular, sayilanlarla sinirli olmamakla birlikte asagidaki hallerde reddedilebilir:

° Kisisel verilerin resmi istatistik ile anonim hale getirilmek suretiyle arastirma, planlama ve
istatistik gibi amaclarla islenmesi,

° Kisisel verilerin, ilgili Kisi’nin 6zel hayatinin gizliligini veya kisilik haklarini ihlal etmemek ya da
suc teskil etmemek kaydiyla, sanat, tarih, edebiyat veya bilimsel amaclarla ya da ifade
Ozgurlugl kapsaminda islenmesi,

° ilgili Kisi tarafindan alenilestirilen kisisel verilerin islenmesi,
° Basvurunun hakli bir nedene dayanmamasi,

° Basvurunun ilgili mevzuata aykiri bir istek icermesi ve

° Basvuru usulline uyulmamasi.

17.2. Basvurunun Degerlendirilme Usulii

isbu Politika’da yer alan cevaplandirma siiresinin baslayabilmesi icin basvurularin yazili ve islak imzali
olarak elden teslim veya noter araciligiyla gonderilmesi, elektronik imzali olarak KEP (zerinden
gdnderilmesi ya da ilgili Kisi tarafindan veri sorumlusuna daha énce bildirilen ve veri sorumlusunun
sisteminde kayith bulunan elektronik posta adresinin kullanilmasi suretiyle yapilmasi gerekmektedir.

Talep kabul edilir ise, gerekli islemler 30 glin icinde uygulanir ve basvuru sahibine yazili veya elektronik
ortamda bildirim yapilir. Talebin reddi halinde ise, gerekgesi agiklanarak yine 30 giin icinde yazili veya
elektronik ortamda basvuru sahibine bildirilir.

17.3. Kigsisel Verileri Koruma Kurulu’na Sikayet Hakki

Basvurunun reddedilmesi, verilen cevabin yetersiz bulunmasi veya siresinde cevap verilmemesi
hallerinde; basvuru sahibinin, cevabi 6grendigi tarihten itibaren 30 (otuz) glin ve her halde basvuru
tarihinden itibaren 60 (altmis) giin icerisinde KVK Kurulu’na sikayette bulunma hakki bulunmaktadir.

18. PERIYODIiK iMHA SURESI

Sirket, periyodik imha stiresini 1 yil olarak belirlemistir. Buna gore, her yilin periyodik imha islemi Aralik
ayinda gerceklestirilir.

19. POLITIKANIN GUNCELLENME DURUMU
Politika, ihtiya¢ duyuldukca gozden gecirilir ve gerekli olan bélimler glincellenir.

20. YORURLUK



Bu Politika, Yonetim Kurulu Karari ile ylrirlige girer.

Son guincelleme tarihi: .../.../2025



