
LEGAL ENGINE VERİ POLİTİKASI 

1. AMAÇ 

K"ş"sel ver"ler"n korunması ve k"ş"sel ver"ler" toplanan gerçek k"ş"ler"n temel hak ve hürr"yetler"n"n 
gözet"lmes" k"ş"sel ver"ler"n "şlenmes"ne "l"şk"n pol"t"kası E&P CO. (SÜLEYMAN KORAY TAŞKIN) 
’nun (“Ş6rket”) en öneml" öncel"kler" arasındadır. Bu nedenle k"ş"sel ver"ler"n "şlend"ğ" tüm 
faal"yetler"m"z", özel hayatın g"zl"l"ğ"n"n korunması, haberleşmen"n g"zl"l"ğ", düşünce ve "nanç 
özgürlüğü ve etk"l" kanun yollarını kullanma haklarını gözeterek sürdürmektey"z. 

K"ş"sel ver"ler"n korunması "ç"n mevzuat ve güncel teknoloj"ye uygun şek"lde, "lg"l" ver"n"n n"tel"ğ"n"n 
gerekt"rd"ğ" tüm "dar" ve tekn"k koruma tedb"rler"n" almakta ve aldığımız tedb"rler" güncel 
tutmaktayız. İşbu Ver" Pol"t"kası (“Pol"t"ka”), faal"yetler"m"z sırasında toplanan k"ş"sel ver"ler"n 
KVKK’da anılan "lkeler çerçeves"nde "şlenmes"ne (örneğ"n saklanması, aktarılması ve s"l"nmes" ya 
da anon"m hale get"r"lmes"ne) da"r "zled"ğ"m"z yöntemler" açıklamaktadır. 

(1) K"ş"sel Ver"ler"n Saklama ve İmha Pol"t"kası, yürürlüktek" 6698 sayılı K"ş"sel Ver"ler"n Korunması 
Kanunu ve bu Kanuna dayalı olarak çıkartılacak yönetmel"k, tebl"ğ ve "lke/kurul kararları g"b" "k"nc"l 
düzenlemeler çerçeves"nde Ş"rket"m"z tarafından gerçekleşt"r"lmekte olan saklama ve "mha 
faal"yetler"ne "l"şk"n "ş ve "şlemler konusunda usul ve esasları bel"rlemek amacıyla hazırlanmıştır. 

(2) Ş"rket"m"z, hukuk" ve sosyal sorumluluğunun b"r parçası olarak, çalışan, h"ssedar/ortaklar, 
potans"yel ürün veya h"zmet alıcısı, tedar"kç" çalışanı, tedar"kç" tems"lc"s", ürün veya h"zmet alıcısı 
(müşter"ler) ve vel"/vas"/tems"lc" ver" sah"b" kategor"ler"ne a"t k"ş"sel ver"ler" T.C. Anayasası, 6698 
sayılı K"ş"sel Ver"ler"n Korunması Kanunu ve d"ğer "lg"l" mevzuatlara uygun olarak "şlenmes"n" ve 
"lg"l" k"ş"ler"n haklarını etk"n b"r şek"lde kullanmasının sağlanmasını b"r öncel"k olarak bel"rlem"şt"r. 

(3) K"ş"sel ver"ler"n saklanması ve "mhasına "l"şk"n "ş ve "şlemler Ş"rket tarafından bu doğrultuda 
hazırlanmış olan "ş bu pol"t"kaya uygun olarak gerçekleşt"r"l"r. 

2. KAPSAM  

(1) Ş"rket"m"z müşter"ler" (ürün ve h"zmet alıcısı), potans"yel müşter"ler" (potans"yel ürün ve h"zmet 
alıcısı), çalışanları, çalışan adayları, h"ssedar/ortak, tedar"kç" çalışanları, tedar"kç" tems"lc"ler" ve 
vel"/vas"/tems"lc"lere a"t ver"lere bu pol"t"ka uygulanır. 

(2) Ş"rket"m"z tarafından yukarıda sayılan ver" sah"b" sınıfları "t"bar"yle k"ml"k, "let"ş"m, özlük, hukuk" 
"şlem, müşter" "şlem, f"z"ksel mekan güvenl"ğ", "şlem güvenl"ğ", r"sk yönet"m", f"nans, meslek" 
deney"m, pazarlama, görsel ve "ş"tsel kayıtlar, d"n b"lg"s", sağlık b"lg"ler", ceza mahkum"yet ve 
güvenl"k tedb"rler", b"yometr"k ver" kategor"ler"ndek" k"ş"sel ver"ler "şlenmekted"r.   

(3) Çalışanların, 6698 sayılı Kanun ve "k"nc"l düzenlemeler kapsamında ver" kayıt s"stem" n"tel"ğ" 
taşımayan, Ş"rket"m"z tarafından tahs"s ed"lmeyen k"ş"sel kullanımına a"t telefon, b"lg"sayar veya 
d"ğer her türlü elektron"k c"hazlar nezd"nde "şlenen kend"ler"ne ya da Ş"rket"m"z müşter"s" olsa dah" 
üçüncü k"ş"lere a"t k"ş"sel ver"ler bu Pol"t"ka kapsamında değ"ld"r. 

(4) Çalışanlar, bu Pol"t"ka kapsamında yer alan k"ş"sel ver"ler" kend" k"ş"sel kullanımlarına a"t 
elektron"k veya elektron"k olmasa dah" b"r ver" kayıt s"stem" özell"ğ" taşıyan ortamlarda 
saklayamaz, herhang" b"r şek"lde "şleyemez. Bu hükme aykırı davranışlar neden"yle Ş"rket"m"z"n 
karşı karşıya kalacağı her türlü zarar, z"yan veya "dar" yaptırıma "l"şk"n olarak Ş"rket "lg"l" personele 
rücu hakkını saklı tutar. 



Pol"t"kamız, Ş"rket bünyes"ndek" k"ş"sel ver"lerle alakalı bütün "şleme faal"yetler" "ç"n 
uygulanmakta olup, KVKK ve k"ş"sel ver"lere "l"şk"n d"ğer mevzuat ve bu alandak" uluslararası 
standartlar gözet"lerek ele alınmış ve hazırlanmıştır. 

3. TANIMLAR VE KISALTMALAR 

TANIMLAR 

• Ş"rket: E&P CO. (SÜLEYMAN KORAY TAŞKIN) 

• Üst Yönet"m: Yönet"m Kurulu ve Genel Müdür,  

• Kanun: 6698 Sayılı K"ş"sel Ver"ler"n Korunması Kanunu, 

• K"ş"sel Ver": K"ml"ğ" bel"rl" veya bel"rleneb"l"r gerçek k"ş"ye a"t her türlü b"lg", 

• K"ş"sel Ver" Sah"b": Kanunda ‘"lg"l" k"ş"’ olarak bel"rt"len k"ş"sel ver"s" "şlenen gerçek k"ş"y", 

• K"ş"sel Ver"ler"n "şlenmes": K"ş"sel ver"ler"n tamamen veya kısmen otomat"k olan ya da 
herhang" b"r ver" kayıt s"stem"n"n parçası olmak kaydıyla otomat"k olmayan yollarla elde 
ed"lmes", kayded"lmes", depolanması, muhafaza ed"lmes", değ"şt"r"lmes" yen"den 
düzenlenmes", açıklanması, aktarılması, devralınması, elde ed"leb"l"r hale get"r"lmes", 
sınıflandırılması yada kullanılmasının engellenmes" g"b" ver"ler üzer"nde gerçekleşt"r"len 
her türlü "şlem", 

• Ver" Sorumlusu: K"ş"sel ver"ler"n hukuka aykırı olarak "şlenmes"n" ve ver"lere hukuka aykırı 
olarak er"ş"lmes"n" önlemek, ver"ler"n muhafazasını sağlamak "ç"n güvenl"k önlemler"n" 
almakla yükümlü tutulan tüzel k"ş"y", 

• İrt"bat K"ş"s": K"ş"sel Ver"ler" Koruma Kurumu "le yapılacak "let"ş"m "ç"n "rt"bata geç"lmek 
üzere atanan ve ver" envanter"n"n VERBİS’e g"r"ş" ve güncellenmes"yle sorumlu olan gerçek 
k"ş"y", 

• Ver" Sorumluları S"c"l B"lg" S"stem" (VERBİS): Ver" sorumlularının s"c"le başvuru ve s"c"lle 
"lg"l" d"ğer "şlemlerde kullanacakları, "nternet üzer"nden er"ş"leb"len, K"ş"sel Ver"ler" Koruma 
Kurumu tarafından oluşturulan ve yönet"len b"l"ş"m s"stem"n", 

• Açık Rıza: Bel"rl" b"r konuya "l"şk"n, b"lg"lend"r"lmeye dayanan ve özgür "radeyle açıklanan 
rızayı, 

• K"ş"sel ver"ler"n s"l"nmes"/s"lme; k"ş"sel ver"ler"n "lg"l" kullanıcılar "ç"n h"çb"r şek"lde 
er"ş"lemez ve tekrar kullanılamaz hale get"r"lmes" "şlem" 

• K"ş"sel ver"ler"n yok ed"lmes": k"ş"sel ver"ler"n h"ç k"mse tarafından h"çb"r şek"lde 
er"ş"lemez, ger" get"r"lemez ve tekrar kullanılamaz hale get"r"lmes" "şlem" 

• Anon"m Hale Get"rme: K"ş"sel Ver"ler"n başka ver"ler "le eşleşt"r"lerek dah" h"çb"r surette 
k"ml"ğ" bel"rl" veya bel"rleneb"l"r b"r gerçek k"ş"yle "l"şk"lend"r"lemeyecek hale get"r"lmes"n", 

• K"ş"sel Ver" İşleme Envanter": Ş"rket"n "ş süreçler"ne bağlı olarak k"ş"sel ver" "şleme 
faal"yetler"n", k"ş"sel ver" "şleme amaçları, ver" kategor"s", aktarılan alıcı grubu ve ver" 
konusu k"ş" grubuyla "l"şk"lend"rerek oluşturdukları ve k"ş"sel ver"ler"n "şlenme amaçları, 
"şlemen"n hukuk" dayanağı, "şlend"kler" amaçlar "ç"n gerekl" olan azam" sürey" ve ver" 
güvenl"ğ"ne "l"şk"n alınan tedb"rler" açıkladığı gerekmes" hal"ndek" mevzuat kapsamındak" 
envanter", 



• İmha: K"ş"sel ver"ler"n s"l"nmes", yok ed"lmes" veya anon"m hale get"r"lmes" 

• Per"yod"k İmha: K"ş"sel ver"ler"n "şlenme şartlarının ortadan kalkması durumunda 
pol"t"kada bel"rt"len ve tekrar eden aralıklarla resen gerçekleşt"r"lecek s"lme, yok etme veya 
anon"m hale get"rme "şlem"n", 

• Kurul: K"ş"sel Ver" Koruma Kurulu 

• Kurum: K"ş"sel Ver"ler" Koruma Kurumu 

• Ver" Kategor"ler": K"ş"sel ver"ler"n ortak özell"kler"ne göre gruplandırıldığı ver" konusu k"ş" 
grubu veya gruplarına a"t k"ş"sel ver" sınıfını, 

• Başvuru Formu: K"ş"sel ver" sah"pler"n"n haklarını kullanmak "ç"n yapacakları başvuruyu 
"çeren “6698 Sayılı K"ş"sel Ver"ler"n Korunması Kanunu Gereğ"nce İlg"l" K"ş" (K"ş"sel Ver" 
Sah"b") Tarafından Ver" Sorumlusuna Yapılacak Başvurulara İl"şk"n Formu”. 

• Çalışan Adayı: Kuruma herhang" b"r yolla "ş başvurusunda bulunmuş ya da özgeçm"ş ve 
"lg"l" b"lg"ler"n" Kurumun "ncelemes"ne açmış olan gerçek k"ş"ler. 

• İş b"rl"ğ" İç"nde Olduğumuz Kurumların Çalışanları, H"ssedarları ve Yetk"l"ler": Ş"rket"m"z"n 
her türlü "ş "l"şk"s" "çer"s"nde bulunduğu kurumlarda ("ş ortağı, tedar"kç" ve hang" ad ve nam 
altında olursa olsun bu örneklerle sınırlı olmaksınız) çalışan, bu kurumların h"ssedarları ve 
yetk"l"ler" dah"l olmak üzere, gerçek k"ş"ler. 

• İş Ortağı: Kurumun t"car" faal"yetler"n" yürütürken b"zzat veya "ler"de olası topluluk ş"rketler" 
"le b"rl"kte muhtel"f projeler yürütmek, h"zmet almak/vermek g"b" amaçlarla "ş ortaklığı 
kurduğu taraflar.  

• Özel n"tel"kl" k"ş"sel ver": Irk, etn"k köken, s"yas" düşünce, felsef" "nanç, d"n, mezhep veya 
d"ğer "nançlar, kılık kıyafet, dernek vakıf ya da send"ka üyel"ğ", sağlık, c"nsel hayat, ceza 
mahkum"yet" ve güvenl"k tedb"rler"yle "lg"l" ver"ler "le b"yometr"k ve genet"k ver"ler.  

• Müşter": Ş"rket"m"z tarafından h"zmetler"n sunulduğu, pazarlama faal"yetler"nde 
kullanılab"lmes", h"zmet tekl"f", modelleme, raporlama, skorlama, r"sk "zleme, "st"hbarat, 
mevcut veya yen" rapor çalışmaları ve potans"yel müşter" tesp"t" g"b" amaçlar "ç"n Ş"rket" 
faal"yet konusu kapsamında kalan tüm h"zmetler "le "lg"l" olarak "let"ş"me geç"len tüm 
k"ş"ler", 

• Ş"rket H"ssedarı: Ş"rket h"ssedarı gerçek k"ş"ler 

• Ş"rket Yetk"l"s": Ş"rket yönet"m kurulu üyes" ve d"ğer yetk"l" gerçek k"ş"ler.  

• Tedar"kç"/Destek H"zmet" Sağlayan 3. k"ş": Ş"rket"m"z"n t"car" faal"yetler"n" yürütürken 
Ş"rket"m"z em"r ve tal"matlarına uygun olarak sözleşme temell" olarak Ş"rket"m"ze, 
müşter"ler"m"ze h"zmet sunan taraflar.  

• Üçüncü K"ş": Pol"t"ka kapsamında farklı b"r şek"lde tanımlanmamış olan, k"ş"sel ver"ler" 
Pol"t"ka kapsamında "şlenen gerçek k"ş"ler (Örn. Ödeme h"zmet sağlayıcı, esk" çalışanlar).  

• Ver" "şleyen: Ver" sorumlusunun verd"ğ" yetk"ye dayanarak onun adına k"ş"sel ver" "şleyen 
gerçek ve tüzel k"ş". Örneğ"n, Ş"rket"m"z ver"ler"n" tutan/depolayan bulut b"l"ş"m f"rması, dış 
kaynak destek h"zmet" veren 3.k"ş"ler vb.  



• Z"yaretç": Ş"rket"m"z"n sah"p olduğu f"z"ksel yerleşkelere çeş"tl" amaçlarla g"rm"ş olan veya 
Ş"rket"m"z "nternet s"teler"n", mob"l ve d"j"tal uygulamalarını z"yaret eden gerçek k"ş"ler. 

KISALTMALAR 

• KVK Kanunu: 7 N"san 2016 tar"hl" ve 29677 sayılı Resm" Gazete’de yayımlanan, 24 Mart 
2016 tar"hl" ve 6698 sayılı K"ş"sel Ver"ler"n Korunması Kanunu 

• KVK Kurulu: K"ş"sel Ver"ler" Koruma Kurulu 

• KVK Kurumu: K"ş"sel Ver"ler" Koruma Kurumu 

• Pol"t"ka: Ş"rket K"ş"sel Ver"ler"n İşlenmes", Korunması ve İmha Pol"t"kasını 

• Türk Ceza Kanunu (“TCK”): 12 Ek"m 2004 tar"hl" ve 25611 sayılı Resm" Gazete'de 
yayımlanan; 26 Eylül 2004 tar"hl" ve 5237 sayılı Türk Ceza Kanunu 

4. ROL VE SORUMLULAR 

Ş"rket bünyes"nde, Kanun’a uyum "ç"n gerekl" aks"yonların tak"b" ve yönet"lmes" amacıyla b"r K"ş"sel 
Ver"ler"n Korunması Sorumlusu (“Sorumlu”) atanmıştır. Bu Sorumlu’nun başlıca görevler"; 

• Ş"rket bünyes"nde Ver" "le "lg"l" pol"t"ka ve prosedürler" hazırlamak, gerekmes" hal"nde 
rev"ze etmek ve yürürlüğe konulması "ç"n gerekl" aks"yonları almak, 

• Pol"t"ka ve prosedürler"n uygulanması "ç"n bünyede gerekl" görev dağılımını yapmak ve "lg"l" 
aks"yonların alındığının tak"b"n"n gerçekleşt"rmek,  

• Kanun’un 12. maddes" uyarınca yapılacak denet"mler"n tak"b"n" yapmak, 

• Kanun’un uygulaması "le "lg"l" Ş"rket bünyes"nde farkındalığı arttırmak "ç"n alınacak 
aks"yonları bel"rlemek, aks"yonlara "l"şk"n gerekl" görev dağılımını yapmak,  

• Kanun ve/veya pol"t"ka ve prosedürün uygulanması "le "lg"l" ortaya çıkab"lecek soru ve 
sorunların çözümü "ç"n gerekl" aks"yonların alınmasını sağlamak,  

• Gereken hallerde ver" sah"b" başvurularının çözümü "ç"n gerekl" aks"yonları almak,  

• K"ş"sel Ver"ler" Koruma Kurumu "le olan "l"şk"ler" yürütmekt"r.  

5. HUKUKİ YÜKÜMLÜLÜKLER 

Ver" sorumlusu olarak Ver" kapsamındak" hukuk" yükümlülükler"m"z aşağıda sıralanmaktadır: 

a. Aydınlatma Yükümlülüğümüz 

Ver" sorumlusu olarak k"ş"sel ver"ler" toplarken; 

●   K"ş"sel ver"ler"n hang" amaçla "şleneceğ", 

●   T"car" unvanımıza "l"şk"n b"lg"ler, 

●   İşlenen k"ş"sel ver"ler"n k"mlere ve hang" amaçla aktarılab"leceğ", 

●   Ver"ler" toplama yöntem"m"z ve hukuk" sebeb", ve 

●   KVKK’dan doğan hakları 

hususlarında İlg"l" K"ş"’y" aydınlatma yükümlülüğümüz bulunmaktadır. 



Ş"rket olarak, kamuoyuna açık olan "şbu Pol"t"ka’nın anlaşılır ve kolay er"ş"leb"l"r olmasına özen 
göstermektey"z. Aydınlatma yükümlülüğümüzü, "nternet s"tem"z üzer"nden veya f"z"k" 
yerleşkeler"m"zde yer alan panolar veya "lg"l" k"ş" gruplarına a"t b"lg"lend"rme met"nler" aracılığıyla 
yer"ne get"rmektey"z. 

b. Ver6 güvenl6ğ6n6 sağlama yükümlülüğümüz 

Ver" sorumlusu olarak "şled"ğ"m"z k"ş"sel ver"ler"n güvenl"ğ"n" sağlamak "ç"n mevzuatta öngörülen 
"dar" ve tekn"k tedb"rler" almaktayız. Ver" güvenl"ğ"ne "l"şk"n yükümlülükler ve alınan tedb"rler "şbu 
Pol"t"ka’da detaylı şek"lde açıklanmıştır. 

 

6. KİŞİSEL VERİLERİN İŞLENMESİ, SAKLANMASI, AKTARILMASI VE GÜVENLİĞİ 

KAYIT ORTAMLARI 

(1) K"ş"sel ver"ler Ş"rket nezd"nde elektron"k ortamlar ve elektron"k olmayan ortamlarda olmak 
üzere 2 ("k") temel şek"lde saklanmaktadır. Bunlar elektron"k ortamlar ve elektron"k olmayan 
ortamlardır. 

(2) Elektron"k ortamlar 

a. Sunucular (Etk" alanı, yedekleme, e-posta, ver" tabanı, web, dosya paylaşım, vb.) 

Yazılımlar (of"s yazılımları, müşter" tak"p yazılımları, portal)  

b. B"lg" güvenl"ğ" c"hazları (güvenl"k duvarı, saldırı tesp"t ve engelleme, günlük kayıt dosyası, 
ant" – v"rüs vb.)  

c. K"ş"sel b"lg"sayarlar (masaüstü, d"züstü) 

d. Mob"l c"hazlar (telefon, tablet vb.) 

e. Opt"k d"skler (CD, DVD vb.) 

f. Çıkartılab"l"r bellekler (USB, hafıza kartı vb.) 

g. Yazıcı, tarayıcı, fotokop" mak"nes" 

 

(3) Elektron"k olmayan ortamlar 

a. Kağıt  

b. Manuel ver" kayıt s"stemler" (anket formları)  

c. Yazılı, basılı, görsel ortamlar 

 

7. KİŞİSEL VERİLERİNİZİN İŞLENMESİ VE İMHASI 

Ş"rket çalışan, h"ssedar/ortaklar, potans"yel ürün veya h"zmet alıcısı, tedar"kç" çalışanı, tedar"kç" 
tems"lc"s", ürün veya h"zmet alıcısı (müşter"ler) ve vel"/vas"/tems"lc" ver" sah"b" kategor"ler"ne a"t 
k"ş"sel ver"ler" kanuna uygun olarak saklanır ve "mha ed"l"r.  

İşleme faal6yetler6  



(1) K"ş"ler ver"ler Ş"rket tarafından hukuka uygunluk, dürüstlük, amaç "le sınırlı olma ve ölçülülük 
kr"terler" çerçeves"nde, Kanunda öngörülen hukuk" dayanaklar kapsamında "şlen"r.  

(2) İşlenen k"ş"sel ver"ler, "şleme amaçları "le bağlantılı, sınırlı ve "şleme "le amaçlanan sonucun 
elde ed"lmes" "le ölçülüdür.  

(3) İşleme, "lg"l" k"ş"sel ver"n"n "şlenmes" "ç"n tab" olunan mevzuatta b"r süre bel"rlenm"ş "se bu süre; 
eğer mevzuatta bu yönde b"r bel"rleme yapılmamış "se bu durumda "şleme amacı "ç"n geçerl" süre 
kadar devam edecekt"r. 

(4) Bu kapsamda k"ş"ler ver"ler; 

• 6698 sayılı K"ş"sel Ver"ler"n Korunması Kanunu, 

• 4857 sayılı İş Kanunu,  

• 6361 sayılı İş Sağlığı ve Güvenl"ğ" Kanunu, 

• 6098 sayılı Türk Borçlar Kanunu,  

• 5510 sayılı Sosyal S"gortalar ve Genel Sağlık S"gortası Kanunu,  

• 6502 sayılı Tüket"c"n"n Korunması Hakkında Kanun, 

• 5651 sayılı İnternet Ortamında Yapılan Yayınların Düzenlenmes" ve Bu Yayınlar Yoluyla 
İşlenen Suçlarla Mücadele Ed"lmes" Hakkında Kanun,  

• 6563 sayılı Elektron"k T"caret"n Düzenlenmes" Hakkında Kanun, 

• 4982 Sayılı B"lg" Ed"nme Kanunu,  

• 3071 sayılı D"lekçe Hakkının Kullanılmasına Da"r Kanun,  

• 213 sayılı Verg" Usul Kanunu, 

• 5520 sayılı Kurumlar verg"s" Kanunu 

"le bu kanunlara dayalı olarak çıkartılan yönetmel"k, tebl"ğ, "lke kararı ya da adı her ne olursa olsun 
yükümlü olduğu mevzuat başta olmak üzere ŞİRKET tarafından faal"yetler"n"n devamı süres"nce 
uymak zorunda olduğu her türlü yasal düzenleme kapsamında saklanması gereken zorunlu süre 
"le sınırlı olarak saklanacak/"şlenecekt"r.  

K6ş6sel Ver6ler6 İşleme İlkeler6 

K"ş"sel ver"ler" aşağıda yer alan "lkeler uyarınca "şlemektey"z. 

• Hukuka ve dürüstlük kurallarına uygun 6şleme 

K"ş"sel ver"ler" dürüstlük kurallarına uygun, şewaf yöntemlerle ve aydınlatma yükümlülüğümüzü 
yer"ne get"rerek "şlemektey"z. Aydınlatma yükümlülüğünü yer"ne get"r"rken mümkünse ver"n"n 
s"zden elde ed"lmes" anında kısaca "şleme amacını açıklıyor ve "şlem "le "lg"l" ayrıntılı olmayan 
b"lg"lere "lg"l" k"ş"n"n er"ş"m"n"z" sağlıyoruz. 

• K6ş6sel ver6ler6n doğruluğunu ve gerekt6ğ6nde güncel olmasını sağlama 

İşlenen ver"ler"n doğru ve güncel olmasını sağlamak "ç"n ver" "şleme prosedürler"m"zde gerekl" "dar" 
ve tekn"k tedb"rler" almaktayız. Ancak ver"ler"n öneml" b"r kısmı İlg"l" K"ş"ler"n beyanı esas alınarak 



"şlend"ğ" "ç"n bu beyanları en doğru şek"lde yansıtmakta ve İlg"l" K"ş"lere ver"ler"n" güncellemes" ve 
var "se hataları düzeltmes" "ç"n başvuruda bulunma olanağı sunmaktayız. 

• Bel6rl6, açık ve meşru amaçlarla 6şleme 

Ş"rket olarak, k"ş"sel ver"ler" kapsamı ve "çer"ğ" açıkça bel"rlenm"ş, faal"yetler"m"z" mevzuata uygun 
olarak ve hayatın olağan akışının gerekt"rd"ğ" çerçevede sürdürmek "ç"n bel"rlenen meşru 
amaçlarımız dah"l"nde "şlemektey"z. 

• K6ş6sel ver6ler6n 6şlend6kler6 amaçla bağlantılı, sınırlı ve ölçülü olması 

K"ş"sel ver"ler" bel"rled"ğ"m"z amaçlarla bağlantılı, sınırlı ve ölçülü olarak "şlemektey"z. 

İlg"l" olmayan veya "şlenmes"ne "ht"yaç duyulmayan k"ş"sel ver"ler"n "şlenmes"nden kaçınmaktayız. 
Bu nedenle, yasal gerekl"l"k olmadığı sürece özel n"tel"kte k"ş"sel ver"ler" "şlememekte veya 
"şlemem"z gerekt"ğ"nde konuya "l"şk"n açık rıza almaktayız. 

• K6ş6sel ver6ler6n kanun6 düzenlemelerde öngörülen veya meşru menfaatler6m6z6n 
gerekt6rd6ğ6 süreler boyunca saklanması 

Mevzuattak" b"rçok düzenleme k"ş"sel ver"ler"n bel"rl" b"r süre saklanmasını zorunlu kılmaktadır. Bu 
nedenle, "şled"ğ"m"z k"ş"sel ver"ler" "lg"l" mevzuatta öngörülen veya k"ş"sel ver"ler"n "şlenme 
amaçları "ç"n gerekl" olan süre kadar saklamaktayız. 

Mevzuatta öngörülen saklama süres"n"n sona ermes" veya "şleme amacının ortadan kalkması 
durumunda k"ş"sel ver"ler" s"lmekte, yok etmekte veya anon"m hale get"rmektey"z.  

İşleme Amaçları 

Ş"rket, her türlü ürün ve h"zmetler"nde kullanılmak, gerçekleşt"r"lecek h"zmet"n muhatabını 
bel"rlemek üzere b"lg"ler"n" tesp"t "ç"n k"ml"k, e-ma"l adres, tc k"ml"k no veya verg" numarası 
b"lg"ler"n" kaydetmek, elektron"k ortamda gerçekleşt"r"lecek "ş ve "şlemlere dayanak olacak b"lg" 
ve belgeler" düzenlemek, "lg"l" mevzuat uyarınca adl" ve "dar" tüm yetk"l" merc"lerce öngörülen b"lg" 
saklama, raporlama ve b"lg"lend"rme yükümlülükler"ne uymak, "lerde doğab"lecek hukuk" 
uyuşmazlıklarda del"l ve "spat yükümlülüğü amacıyla k"ş"sel ver"ler" "şlemekted"r. 

İşlemen6n Hukuk6 Dayanağı 

(1) İşleme faal"yet"n"n hukuk" dayanağı temelde "lg"l" ver" sah"b"n"n söz konusu "şleme eylem"ne 
gösterm"ş olduğu rızadır. Bu rızanın "lg"l" ver" sah"b"n"n, "şleme faal"yet"ne ve sonuçlarına "l"şk"n her 
türlü b"lg" "le ve "rades"n" fesada uğratab"lecek her türlü etk"den uzak, özgür "rades" "le ver"lmes" 
gerek"r. 

(2) Ancak aşağıda sayılan durumların varlığı hal"nde "lg"l" ver", ver" sah"b"n"n rızasına "ht"yaç 
olmaksızın da "şleneb"l"r.  

a. Kanunlarda açıkça öngörülmes" 

b. F""l" "mkânsızlık neden"yle rızasını açıklayamayacak durumda bulunan veya rızasına hukuk" 
geçerl"l"k tanınmayan k"ş"n"n kend"s"n"n ya da b"r başkasının hayatı veya beden 
bütünlüğünün korunması "ç"n zorunlu olması  

c. B"r sözleşmen"n kurulması veya "fasıyla doğrudan doğruya "lg"l" olması kaydıyla, 
sözleşmen"n taraflarına a"t k"ş"sel ver"ler"n "şlenmes"n"n gerekl" olması 

d. Ş"rket"n hukuk" yükümlülüğünü yer"ne get"reb"lmes" "ç"n zorunlu olması 



e. İlg"l" k"ş"n"n kend"s" tarafından alen"leşt"r"lm"ş olması 

f. B"r hakkın tes"s", kullanılması veya korunması "ç"n ver" "şlemen"n zorunlu olması 

g. İlg"l" k"ş"n"n temel hak ve özgürlükler"ne zarar vermemek kaydıyla, ver" sorumlusunun 
meşru menfaatler" "ç"n ver" "şlenmes"n"n zorunlu olması 

K"ş"sel ver"ler"n"z Ş"rket"m"z tarafından Kanun’da bel"rt"len temel "lkelere uygun olarak k"ş"sel ver" 
"şleme şartları çerçeves"nde aşağıda bel"rt"len amaçlarla "şleneb"lecekt"r: 

1) Ş"rket"m"z tarafından, h"zmetler"m"ze yönel"k üyel"k ücret"n"n ödenmes", kullanıcı g"r"ş ve 
kullanıcı sorularına ver"len cevapların arş"v"ne ulaşılab"lmes", hukuk" ve t"car" yükümlülükler"n 
yer"ne get"r"lmes" amacı "le k"ş"sel ver"ler"n"z"n "şlenmes", saklanması, destek h"zmet" alınan 
kurumlara aktarılması: 

K"ş"sel Ver"  İşlenme Amacı  Hukuk" Sebeb" 
• K"ml"k B"lg"ler"n"z ("s"m, soy 
"s"m b"lg"s", TCKN B"lg"s") 
• İlet"ş"m B"lg"s" (e-posta 
b"lg"s") 
• Kullanıcı İşlem B"lg"s" (satın 
alma kapsamında soru-anal"z 
h"zmet yararlanma geçm"ş") 
  

• Ş"rket"m"z tarafından 
sunulan ürün ve h"zmetler"n 
satışının gerçekleşt"r"lmes", 
• Ürün ve h"zmetler"m"z"n 
satış sonrası kullanım sınırları 
tak"b", 
• Satın alınan h"zmetler"n 
geçm"ş"ne ulaşmak "stemen"z 
hal"nde arş"v"n"ze ulaşmanız 
• Kullanıcılarımızın talep veya 
ş"kâyetler"n"n alınması ve 
yer"ne get"r"lmes" "le müşter" 
"l"şk"ler" yönet"m", 
• Kullanıcı talep ve 
ş"kâyetler"n"n ş"rket "ç" 
raporlamalarının 
gerçekleşt"r"lmes" "le "ş 
süreçler"n"n "y"leşt"r"lmes", 
• Ş"rket"m"z"n müşter"ler"m"ze 
yönel"k sunduğu kampanya 
veya fırsatlardan 
faydalanılması hal"nde k"ml"k 
doğrulama "şlemler"n"n 
gerçekleşt"r"lmes" 

• K"ş"sel ver"ler"n"z Ş"rket"m"z 
ürün veya h"zmetler"ne "l"şk"n 
gerçekleşt"rm"ş olduğunuz 
alışver"ş kapsamında gerekl" 
yükümlülükler"n yer"ne 
get"r"lmes" "le 
• Ürünler"m"z"n satış sonrası 
hukuk" yükümlülükler"m"z 
kapsamında "şlenmekted"r. 
• Kanun’un 5 "nc" maddes" 
uyarınca ver" sorumlusunun 
meşru menfaat"n"n varlığı 
hal"nde "lg"l" k"ş"ler"n temel 
hak ve özgürlükler"ne zarar 
vermemek kaydı "le k"ş"sel 
ver"ler "şleneb"lecekt"r. Bu 
doğrultuda müşter" 
memnun"yet"n"n sağlanması 
devamlılığın sağlanması, 
müşter" kaybının önlenmes" 
ve yen" müşter" kazanımının- 
önem"ne b"naen Ş"rket"m"z"n 
meşru menfaat" 
doğrultusunda k"ş"sel ver"ler 
"şlenmekted"r. 
 

* Ödeme yapab"lmen"z amacı "le "lett"ğ"n"z kred" kartı b"lg"ler" uygulama/web s"tem"zde 
"şlenmemekte, saklanmamakta, h"zmet aldığımız ödeme h"zmet sağlayıcı tarafından tem"n 
ed"lerek tahs"lat gerçekleşt"r"lmekted"r.  

2) İnternet s"tem"ze gerçekleşt"r"len üyel"kler kapsamında k"ş"sel ver"ler"n"z"n "şlenmes", 
serverlarda saklanması, log kaydı alınması amaçları "le "şlenmes", saklanması, aktarılması: 

K"ş"sel Ver"  İşlenme Amacı  Hukuk" Sebeb" 
• K"ml"k B"lg"ler"n"z ("s"m, 
soy"s"m b"lg"s") 
• İlet"ş"m B"lg"s" (e-posta) 

• İnternet s"tem"ze üye 
olunması, 

• K"ş"sel ver"ler"n"z Ş"rket"m"z 
"nternet s"tem"ze üye 
olunması "le s"zlere sunulan 



• Müşter" İşlem B"lg"s" (satın 
alınan paket b"lg"s") 
• İşlem Güvenl"ğ" B"lg"s" 
(üyel"k ş"fre b"lg"s") 
 

• Üyel"k "ptal" "şlemler"n"n 
gerçekleşt"r"lmes", 
• Üyel"k kapsamında alınan 
b"lg" güncelleme "şlemler"n"n 
gerçekleşt"r"lmes", 
• E-posta doğrulama 
"şlemler"n"n yürütümü. 

h"zmetlerden faydalanmanız 
amacıyla "şlenmekted"r.  

 
 

8. KİŞİSEL VERİLERİN PAYLAŞILMASI 

K"ş"sel ver"ler"n"z Kanun’un k"ş"sel ver"ler"n aktarımına "l"şk"n maddes"nde bel"rt"len şartlara uygun 
şek"lde, aşağıdak" k"ş"lere bel"rt"len amaçlar doğrultusunda aktarılab"lecek veya tarafımıza 
"let"leb"lecekt"r. 

• Ürün ve h"zmetler"m"z"n ödemeler"n"n tahs"l ed"lmes", 

• B"lg" teknoloj"ler" kapsamında yazılım, bakım, güvenl"k ve k"ş"sel ver"ler" barındırma konularında 
h"zmet alınan tedar"kç"ler"m"z; 

• Ş"rket"m"z "le "ş "l"şk"s" "çer"s"nde olan üçüncü gerçek veya tüzel k"ş"ler "le yapılan sözleşmeler 
veya yürütülen faal"yetler çerçeves"nde hukuk" ve t"car" yükümlülükler"n gerçekleşt"r"lmes" "ç"n, 
Ş"rket"m"z tarafından sözleşmeden kaynaklanan yükümlülükler"n "fası, hak tes"s", hakların 
korunması, t"car" ve hukuk" değerlend"rme süreçler", hukuk" ve t"car" r"sk anal"zler", hukuk" uyum 
sürec", mal" "şler"n yürütülmes" amacı "le danışmanlarımız "le  

• Ş"rket"m"z t"car" ve "ş stratej"ler"n"n bel"rlenmes" ve uygulanması amacı doğrultusunda; Ş"rket"m"z 
tarafından yürütülen f"nansal operasyonlar, "let"ş"m, p"yasa araştırması, satın alma operasyonları, 
Kurumumuzun t"car" ve "ş stratej"ler"n"n bel"rlenmes" ve uygulanması, Kurumumuzun "ç s"stem ve 
uygulama yönet"m" operasyonları, hukuk" operasyonların yönet"m" amacı "le çalışan ve 
danışmanlarımız "le.  

9. AÇIK RIZANIZIN VARLIĞI HALİNDE KİŞİSEL VERİLERİNİZİN İŞLENMESİ VE PAYLAŞIMI 

Kanun kapsamında bazı amaçlar dâh"l"nde k"ş"sel ver"ler"n "şleneb"lmes" "ç"n "lg"l"n"n açık rızasının 
alınmış olması gerekmekted"r. Kanun’dak" k"ş"sel ver" "şleme şartları doğrultusunda hareket eden 
Ş"rket"m"z aşağıda yer alan k"ş"sel ver" "şleme amaçları doğrultusunda k"ş"sel ver"ler"n"z" ancak 
onay verm"ş olmanız hal"nde, 

• Ürün ve h"zmetler"m"z"n s"zler"n beğen"ler"n"ze, kullanım alışkanlıklarınıza ve "ht"yaçlarınıza göre 
özelleşt"r"lerek s"zlere öner"lmes"; anal"z, segmentasyon veya hedefleme çalışmalarının 
yürütülmes"; s"ze özel ürün veya h"zmet tekl"fler"n"n, yen" ürün duyurularının, kampanyaların, 
promosyonların sunumu "le d"ğer pazarlama akt"v"teler"n"n yürütülmes"; anket ve müşter" 
memnun"yet ölçümü çalışmalarının gerçekleşt"r"lmes" ve bu kapsamda s"zlerle elektron"k yollarla 
"let"ş"me geç"lmes", hukuk" sürelere uygun olarak saklanan ver"lere er"ş"m, f"z"ksel ve d"j"tal 
ortamlarda yedekleme, arş"vleme, ödeme h"zmet sağlayıcılarından ödeme alınması, barındırma 
h"zmetler"n"n tem"n"  amaçları "le "şleneb"lecek ve amaçlar doğrultusunda h"zmet aldığımız 
üçüncü k"ş" tedar"kç"ler"m"zle paylaşılab"lecekt"r.  

10. İMHAYI GEREKTİREN SEBEPLER 

(1) K"ş"sel ver"ler;  

a. İşlenmes"ne esas teşk"l eden "lg"l" mevzuat hükümler"n"n değ"şt"r"lmes" veya "lgası, 

b. İşlenmes"n" veya saklanmasını gerekt"ren amacın ortadan kalkması, 



c. K"ş"sel ver"ler" "şlemen"n sadece açık rıza şartına "st"naden gerçekleşt"ğ" hallerde, "lg"l" 
k"ş"n"n açık rızasını ger" alması, 

d. Kanunun 11 "nc" maddes" gereğ" "lg"l" k"ş"n"n hakları çerçeves"nde k"ş"sel ver"ler"n"n 
s"l"nmes" ve yok ed"lmes"ne "l"şk"n yaptığı başvurunun Kurum tarafından kabul ed"lmes", 

e. Ş"rket"n İlg"l" k"ş" tarafından k"ş"sel ver"ler"n"n s"l"nmes", yok ed"lmes" veya anon"m hale 
get"r"lmes" taleb" "le kend"s"ne yapılan başvuruyu reddetmes", verd"ğ" cevabı yeters"z 
bulması veya Kanunda öngörülen süre "ç"nde cevap vermemes" haller"nde; Kurula 
ş"kâyette bulunması ve bu taleb"n Kurul tarafından uygun bulunması, 

f. K"ş"sel ver"ler"n saklanmasını gerekt"ren azam" süren"n geçm"ş olması ve k"ş"sel ver"ler" 
daha uzun süre saklamayı haklı kılacak herhang" b"r şartın mevcut olmaması,  

durumlarında, Ş"rket tarafından "lg"l" k"ş"n"n taleb" üzer"ne s"l"n"r, yok ed"l"r ya da re’sen s"l"n"r, yok 
ed"l"r veya anon"m hale get"r"l"r. 

11. ÖZEL NİTELİKTEKİ KİŞİSEL VERİLERE İLİŞKİN ÖZEL HÜKÜMLER 

(1) K"ş"ler"n ırkı, etn"k köken", s"yas" düşünces", felsef" "nancı, d"n", mezheb" veya d"ğer "nançları, 
kılık ve kıyafet", dernek, vakıf ya da send"ka üyel"ğ", sağlığı, c"nsel hayatı, ceza mahkûm"yet" ve 
güvenl"k tedb"rler"yle "lg"l" ver"ler" "le b"yometr"k ve genet"k ver"ler" özel n"tel"kl" k"ş"sel ver"d"r. 

(2) Özel n"tel"ktek" k"ş"sel ver"ler"n "şlenmes" ve aktarılmasında da temel "şlem" dayanağı "lg"l" ver" 
sah"b"n"n rızasıdır. Sağlık ve c"nsel hayat dışındak" k"ş"sel ver"ler, kanunlarda öngörülen hâllerde 
"lg"l" k"ş"n"n açık rızası aranmaksızın "şleneb"l"r. Sağlık ve c"nsel hayata "l"şk"n k"ş"sel ver"ler "se 
ancak kamu sağlığının korunması, koruyucu hek"ml"k, tıbbî teşh"s, tedav" ve bakım h"zmetler"n"n 
yürütülmes", sağlık h"zmetler" "le f"nansmanının planlanması ve yönet"m" amacıyla, sır saklama 
yükümlülüğü altında bulunan k"ş"ler veya yetk"l" kurum ve kuruluşlar tarafından "lg"l"n"n açık rızası 
aranmaksızın "şleneb"l"r. 

(3) Ş"rket ver" kayıt s"stemler"nde özel n"tel"ktek" k"ş"sel ver" olarak d"n b"lg"s", sağlık ver"ler", ceza 
mahkum"yet" ve güvenl"k tedb"rler" "le b"yometr"k ver" tutulmaktadır. Sağlık ver"s", ceza 
mahkum"yet" ve güvenl"k tedb"rler" "le b"yometr"k ver"ler "se sadece çalışanlar açısından 
tutulmaktadır. Bu ver"ler"n "şleme amaçları, sağlık ver"ler" "le ceza mahkum"yet" ve güvenl"k 
tedb"rler" ver" kategor"s" açısından kanunlarda "şlemen"n açıkça zorunlu tutulması; b"yometr"k ver" 
açısından "se Ş"rket"n meşru menfaat" hukuk" dayanakları "le "şlenmekted"r.  

(4) Özel n"tel"ktek" ver"ler"n "şleme amaçları, "şleme ve s"lme/"mha etme/anon"mleşt"rme süreler" 
açısından da "şbu Pol"t"kanın "lg"l" maddeler" uygulanır. Ş"rket"m"zde çalışan, tedar"kç", "ş 
ortaklarının fotoğraf, f"z"ksel ortamlarda güvenl"k amacı "le kamera görüntüler", çalışanların ş"rket 
g"r"ş çıkışında b"yometr"k ver"ler" alınarak özel n"tel"kl" ver" güvenl"k amacı "le tutulmakta olup 
h"zmet sağlanan tüket"c"ler"n özel n"tel"kl" ver"ler" ş"rket"m"zde tutulmamaktadır.  

(5) Ş"rket özel n"tel"ktek" k"ş"sel ver"ler"n "şlenmes"nde;  

a. Özel n"tel"kl" k"ş"sel ver"ler"n "şlend"ğ" süreçlerde yer alan çalışanlara yönel"k olarak Kanun, 
"k"nc"l mevzuat ve Kurul’un yayımlayacağı her tür karar ve rehber "le özel n"tel"kl" k"ş"sel ver" 
güvenl"ğ" konularında düzenl" olarak eğ"t"m ver"l"r, 

b. Özel n"tel"ktek" k"ş"sel ver"lere er"ş"m" bulunan çalışanlar "le g"zl"l"k sözleşmes" yapılmıştır,  

c. Ver"lere er"ş"m yetk"s"ne sah"p kullanıcıların yetk" kapsamları ve süreler"n" net olarak 
tanımlanmıştır  



d. Per"yod"k olarak yetk" kontroller" gerçekleşt"r"lmekted"r  

e. Görev değ"ş"kl"ğ" olan ya da "şten ayrılan çalışanların bu alandak" yetk"ler"n"n derhal 
kaldırılması, bu kapsamda, ver" sorumlusu tarafından kend"s"ne tahs"s ed"len envanter 
"ade alınmaktadır.  

(6) Elektron"k ortamda saklanan özel n"tel"kl" k"ş"sel ver"lere "l"şk"n olarak; 

a. Ver"ler f"z"k" olarak  güvenl" ve farklı ortamlarda tutulur,  

c. Ver"ler üzer"nde gerçekleşt"r"len tüm hareketler"n "şlem kayıtlarının denet"m "zler" tutulur 
ve söz konusu denet"m "zler"n"n güvenl"ğ" sağlanır,  

d. Çalışanların b"yometr"k ver"s" "le g"r"ş yapılan çalışma alanları "ç"n ver"ler herhang" b"r yere 
aktarılmamakta, donanım d"sk" har"c"nde er"ş"leb"l"r b"r ortamda tutulmamakta, 
arş"vlenmemekted"r.  

e. D"j"tal kayıtlara er"ş"m Ş"rket personel"n"n er"ş"m"ne açık değ"l, farklı ortamda özel "z"n ve 
talepler kapsamında ed"n"leb"l"r şek"lde ayrışık tutulmaktadır. Er"ş"m kısıtı sağlanmakta 
yetk" matr"s" "le er"ş"me sadece hukuk" gerekl"l"kler hal"nde "z"n ver"lmekted"r.   

f. Ver"lere uzaktan er"ş"m gerekt"ğ"nde özell"kle dışarıdan h"zmet alınan kuruluşlara S"stemde 
er"şeb"lecek alan tanımlaması yapılmakta, er"ş"m sağlanan IP numaralarının logları 
tutulmakta, uzaktan er"ş"m "le gerçekleşt"r"len "şlemler görsel olarak da tak"p ed"lmekted"r.  

(7) Çalışan özlük dosyalarında f"z"ken saklanan özel n"tel"kl" k"ş"sel ver"lere "l"şk"n olarak yetk"s"z 
er"ş"m"n engellenmes" amacıyla gerekl" güvenl"k önlemler" alınmış olup, dosyalar "nsan kaynakları 
yönet"c"s" kontrolünde olmak üzere k"l"tl" dolaplar "çer"s"nde tutulmaktadır. Söz konusu dolapların 
anahtarları "nsan kaynakları b"r"m yönet"c"s" kontörlünded"r. Tek ve "nsan kaynakları yönet"c"s" 
kontrolünde olan b"r b"lg"sayarda ver"ler d"j"tal ortamda kayıtlar, g"r"ş-çıkış b"lg"ler" "le 
tutulmaktadır. Özlük dosyalarının arş"vlend"ğ" bölüm dah"l tüm b"na h"zmetler" açısından elektr"k 
kaçağı, yangın, su baskını, hırsızlık vb. durumlara karşı gerekl" önlemler alınmıştır.  

ŞİRKETİMİZ KULLANICILARA AİT ÖZEL NİTELİKLİ KİŞİSEL VERİ ALMAMAKTADIR.  

12. KİŞİSEL VERİLERİN İMHA YÖNTEMLERİ 

(1) İlg"l" mevzuatta öngörülen süre ya da "şlend"kler" amaç "ç"n gerekl" olan saklama süres"n"n 
sonunda k"ş"sel ver"ler, Ş"rket tarafından resen veya "lg"l" k"ş"n"n başvurusu üzer"ne y"ne "lg"l" 
mevzuat hükümler"ne uygun olarak aşağıda bel"rt"len tekn"klerle "mha ed"l"r. 

(2) K"ş"sel ver"ler"n s"l"nmes", k"ş"sel ver"ler"n bulunduğu elektron"k ya da f"z"k" ortamlar "t"bar"yle 
"lg"l" kullanıcılar "ç"n h"çb"r şek"lde er"ş"lemez ve tekrar kullanılamaz hale get"r"lmes"d"r. Bunlar,  

a. Sunucularda Yer Alan K4ş4sel Ver4ler: İşlenme süres" sona eren ya da "şleme amacı 
ortadan kalkan   ver"ler "ç"n s"stem yönet"c"s" tarafından "lg"l" kullanıcıların er"ş"m 
yetk"s" kaldırılarak s"lme "şlem" yapılır. 

b. Elektron4k Ortamda Yer Alan K4ş4sel Ver4ler: İşlenme süres" sona eren ya da "şleme 
amacı ortadan kalkan k"ş"sel ver"ler, ver" tabanı yönet"c"s" har"ç d"ğer çalışanlar ("lg"l" 
kullanıcılar) "ç"n h"çb"r şek"lde er"ş"lemez ve tekrar kullanılamaz hale get"r"l"r. 

c. F4z4ksel Ortamda Yer Alan K4ş4sel Ver4ler: İşlenme süres" sona eren ya da "şleme amacı 
ortadan kalkan k"ş"sel ver"ler evrak arş"v"nden sorumlu b"r"m yönet"c"s" har"ç d"ğer 
çalışanlar "ç"n h"çb"r şek"lde er"ş"lemez ve tekrar kullanılamaz hale get"r"l"r.  



d. Taşınab4l4r Medyada Bulunan K4ş4sel Ver4ler: Flash tabanlı saklama ortamlarında tutulan 
k"ş"sel ver"lerden "şlenme süres" sona eren ya da "şleme amacı ortadan kalkan k"ş"sel 
ver"ler s"stem yönet"c"s" tarafından ş"frelenerek ve er"ş"m yetk"s" sadece s"stem 
yönet"c"s"ne ver"lerek ş"freleme anahtarlarıyla güvenl" ortamlarda saklanır. 

(3) K"ş"sel ver"ler"n yok ed"lmes" k"ş"sel ver"ler"n h"ç k"mse tarafından h"çb"r şek"lde er"ş"lemez, ger" 
get"r"lemez ve tekrar kullanılamaz hale get"r"lmes" "şlem"d"r. Bunlar; 

a. F4z4ksel Ortamda Yer Alan K4ş4sel Ver4ler: Kâğıt ortamında yer alan k"ş"sel ver"lerden 
İşlenme süres" sona eren ya da "şleme amacı ortadan kalkan k"ş"sel ver"ler"n bulunduğu 
dokümanlar kâğıt öğütme mak"neler"nde ger" döndürülemeyecek şek"lde yok ed"l"r.  

b. Opt4k / Manyet4k Medyada Yer Alan K4ş4sel Ver4ler: İşlenme süres" sona eren ya da 
"şleme amacı ortadan kalkan k"ş"sel ver"ler f"z"ksel olarak yok ed"lmes" "şlem" uygulanır. 
Ayrıca, manyet"k medya özel b"r c"hazdan geç"r"lerek yüksek değerde manyet"k alana 
maruz bırakılması suret"yle üzer"ndek" ver"ler okunamaz hale get"r"l"r ve yetk"l" "mha 
kuruluşlarından "mha del"ller" "le h"zmet alınmaktadır.  

(4) K"ş"sel ver"ler"n anon"mleşt"r"lmes", k"ş"sel ver"ler"n başka ver"lerle eşleşt"r"lse dah" h"çb"r 
surette k"ml"ğ" bel"rl" veya bel"rleneb"l"r b"r gerçek k"ş"yle "l"şk"lend"rmeyecek hale get"r"lmes"d"r. 
Örneğ"n; TCKN, Ad-Soyad vb. ver"ler"n h"çb"r surette k"ml"ğ" bel"rl" veya bel"rleneb"l"r b"r gerçek 
k"ş"yle "l"şk"lend"rmeyecek hale get"r"lerek kullanılması. 

(5) K"ş"sel ver"ler"n anon"m hale get"r"lm"ş olması "ç"n; k"ş"sel ver"ler"n, ver" sorumlusu veya üçüncü 
k"ş"ler tarafından ger" döndürülmes" ve/veya ver"ler"n başka ver"lerle eşleşt"r"lmes" g"b" kayıt ortamı 
ve "lg"l" faal"yet alanı açısından uygun tekn"kler"n kullanılması yoluyla dah" k"ml"ğ" bel"rl" veya 
bel"rleneb"l"r b"r gerçek k"ş"yle "l"şk"lend"r"lemez hale get"r"lmes" gerek"r. 

13. SAKLAMA VE İMHA SÜRELERİ 

(1) Ş"rket tarafından, faal"yetler" kapsamında "şlenmekte olan k"ş"sel ver"lerle "lg"l" olarak aşağıda 
bel"rt"len saklama süreler"ne bağlı kalarak saklama "şlem"n" yapacağı saklama süreler" sona eren 
k"ş"sel ver"ler "ç"n re’sen s"lme, yok etme veya anon"m hale get"rme "şlem" de kurumumuz 
tarafından yer"ne get"r"l"r. Saklama ve İmha süreler" aşağıda süreç bazlı tabloda göster"lm"şt"r. 

Tablo 1: Süreç bazında saklama ve "mha süreler" tablosu 

Süreç Saklama Süresi    İmha Süresi 

Şirket faaliyetleri 10 yıl Saklama süresinin bitimini takip eden 

ilk periyodik imha süresinde  

İnsan Kaynakları Süreçleri 10 yıl Saklama süresinin bitimini takip eden 

ilk periyodik imha süresinde, fiziksel 

ortamda tutulanlar saklama süresi 

sonunda. 

Log Kayıt Takip Sistemi 10 Yıl Saklama süresinin bitimini takip eden 

ilk periyodik imha süresinde 



 

    

14. KİŞİSEL VERİLERİN AKTARILMASI 

K6ş6sel ver6ler6n yurt 6ç6ne aktarımı 

Ş"rket olarak, k"ş"sel ver"ler"n aktarılması konusunda KVKK’da öngörülen düzenlemelere ve KVK 
Kurulu tarafından alınan kararlara uygun b"r şek"lde hareket etmektey"z. 

Mevzuatta yer alan hukuka uygunluk nedenler" saklı kalmak kaydıyla, k"ş"sel ver"ler ve özel n"tel"kl" 
ver"ler İlg"l" K"ş"’n"n açık rızası olmadan üçüncü k"ş"lere aktarılmaz. 

K6ş6sel Ver6ler6n Yurt Dışına Aktarımı 

K"ş"sel ver"ler kural olarak İlg"l" K"ş"’n"n açık rızası olmaksızın yurt dışına aktarılamaz.  

Bununla b"rl"kte, "şbu Pol"t"ka’da yer alan hukuka uygunluk nedenler"nden b"r"s"n"n varlığı varlığı ve 
yurt dışına aktarım yapılacak olan üçüncü k"ş"n"n: 

I. KVK Kurulu tarafından güvenl" kabul ed"len ülkelerden b"r"nde yerleş"k olması, 

II. KVK Kurulu tarafından güvenl" kabul ed"len ülkelerden b"r"nde yerleş"k olmaması hal"nde 
"se, Ş"rket ve güvenl" olmayan ülkedek" ver" sorumlusunun, yeterl" b"r korumayı yazılı olarak 
taahhüt etmeler" ve KVK Kurulu’nun "lg"l" yurt dışı aktarımına "zn"n"n bulunması, 

haller"nde k"ş"sel ver"ler açık rızaya bağlı olmaksızın yurt dışına aktarılab"lecekt"r. ONAYINIZA 
SUNULMADAN KADAR KİŞİSEL VERİLERİNİZ YURTDIŞINA AKTARILMAMAKTADIR.  

Ş6rket  Tarafından K6ş6sel Ver6ler6n Aktarıldığı Üçüncü K6ş6ler 

K"ş"sel ver"ler "şbu Pol"t"ka’da bel"rt"len kurallar kapsamında aşağıda l"stelenen k"ş" kategor"ler"ne 
aktarılab"l"r: 

1. Yetk"l" kamu kurum ve kuruluşları 

2. Gerçek k"ş"ler veya özel hukuk tüzel k"ş"ler" 

 

Donanım ve Yazılıma 

Erişim Süreçlerinin 

Yürütülmesi 

İlgili yazılım ve 

donanımın imhası 

yazılı olarak talep 

edilinceye kadar 

Talepten itibaren 6 ay içerisinde  

Finansal Belgeler 10 Yıl Saklama süresinin bitimini takip eden 

2 yıl içerisinde. 

Şirket giriş-çıkış kayıtları  10 Yıl  Saklama süresinin bitimini takip eden 

ilk periyodik imha süresinde 

Müşteri Verileri  Üyelik Arşivleri 1 yıl, 

Üyeliğin Sona Erme 

tarihinden itibaren 1 

ay 

Müşterilere destek hizmeti sağlanması 

amacı kullanıcı girişleri 1 yıl ve üyelik 

sonlandırılmasından itibaren 1 ay 

içinde arşivleri ile imha edilmektedir.  



Alıcı Grupları Açıklama Aktarım Amacı 

Yetkili Kamu 

Kurum ve 

Kuruluşları 

 

İlgili yasal düzenlemeler 

kapsamında Şirket’ten 

bilgi ve belge almaya 

yetkili kamu kurum ve 

kuruluşlarını ifade eder. 

Söz konusu yasal düzenlemenin öngördüğü 

kapsamda,  

● faaliyetlerin mevzuata uygun 

yürütülmesi, 

● hukuk işlerinin takibi ve yürütülmesi,  

● yetkili kişi, kurum ve kuruluşlara bilgi 

verilmesi,  

● çalışanlar için iş akdi ve mevzuattan 

kaynaklı yükümlülüklerin yerine 

getirilmesi,  

● iş faaliyetlerinin yürütülmesi/denetimi ve  

● iş sağlığı/güvenliği faaliyetlerinin 

yürütülmesi  

amaçlarıyla aktarılabilecektir. 

Gerçek kişiler 

veya özel hukuk 

tüzel kişileri 

 

Faaliyetlerimiz ve 

hizmetlerimiz 

kapsamında Şirket’ten 

bilgi ve belge almaya 

yetkili gerçek veya özel 

hukuk tüzel kişilerini ifade 

eder. 

Söz konusu faaliyetlerimiz ve hizmetlerimizin 

sunulmasında; 

● iş faaliyetlerinin yürütülmesi, 

● iş ve/veyahizmet sürekliliğin sağlanması, 

● ödemelerin sağlanabilmesi, 

● iş süreçlerinin planlanması ve yönetimi, 

barındırılması 

● müşteri memnuniyetinin sağlanması 

amacıyla aktarılabilecektir. 

 

15. TEKNİK VE İDARİ TEDBİRLER  

K"ş"sel ver"ler"n güvenl" b"r şek"lde saklanması, hukuka aykırı olarak "şlenmes" ve er"ş"lmes"n"n 
önlenmes" "le k"ş"sel ver"ler"n hukuka uygun olarak "mha ed"lmes" "ç"n Kanunun 12nc" maddes"nde 
bel"rt"len özel n"tel"kl" k"ş"sel ver"ler "ç"n Kurul tarafından bel"rlenerek "lan ed"len yeterl" önlemler 
çerçeves"nde Ş"rket tarafından tekn"k ve "dar" tedb"rler alınır. 

K6ş6sel Ver6ler6n Hukuka Uygun Olarak Aktarılmasını Sağlamak İç6n Aldığımız Tedb6rler 

15.1. Tekn6k tedb6rler 

K"ş"sel ver"ler" korumak "ç"n, aşağıda sayılanlarla sınırlı olmamak üzere, çeş"tl" tedb"rler 
almaktayız. Bu kapsamda; 



1. Ağ güvenl"ğ" ve uygulama güvenl"ğ"n" sağlamakta, 

2. Ağ yoluyla k"ş"sel ver" aktarımlarında kapalı s"stem ağ kullanmakta, 

3. B"lg" teknoloj"ler" s"stemler" tedar"k, gel"şt"rme ve bakımı kapsamında güvenl"k önlemler" 
almakta, 

4. Er"ş"m loglarını düzenl" olarak tutmakta ve kullanıcı müdahales" olmayacak şek"lde 
saklamakta, 

5. Güncel ant"-v"rüs s"stemler" kullanmakta, 

6. Güvenl"k duvarları kullanmakta, 

7. K"ş"sel ver"ler mümkün olduğunca azaltmakta, 

8. K"ş"sel ver"ler" yedeklemekte ve yedeklenen k"ş"sel ver"ler"n güvenl"ğ"n" de sağlamakta, 
ş"rket "ç" gerekl" uyarılar ve b"lg"lend"rmeler düzenl" olarak yapılmakta, 

9. Kullanıcı hesap yönet"m" "le yetk" kontrol s"stem" uygulanmakta ve bunların tak"b"n" de 
yapmakta, ş"freleme, kod alma, ş"fre yen"leme s"stemler" kullanılmakta, 

10. Saldırı tesp"t ve önleme s"stemler"n" kullanmakta, 

11. S"ber güvenl"k önlemler"n" alıp, uygulanmasını sürekl" tak"p etmektey"z. 

 

15.2. İdar6 Tedb6rler 

K"ş"sel ver"ler" korumak "ç"n, aşağıda sayılanlarla sınırlı olmamak üzere, çeş"tl" tedb"rler 
almaktayız. Bu kapsamda; 

1. Çalışanlar "ç"n yetk" matr"s" oluşturmakta, 

2. Görev değ"ş"kl"ğ" olan ya da "şten ayrılan çalışanların bu alandak" yetk"ler"n" kaldırmakta ve 

3. K"ş"sel ver" "çeren f"z"ksel ortamlara g"r"ş çıkışlarla "lg"l" gerekl" güvenl"k önlemler"n" 
almaktayız. 

4.  Ş"rket f"z"ksel alanlarında ad-soyad ve kayded"lmeks"z"n k"ml"k kontrolü "le g"r"ş 
sağlanmaktadır.  

Z"yaretç"ler"n ad-soyad "çeren g"r"ş-çıkış b"lg"s" f"z"ksel ortamda 5 yıl saklanmaktadır.  

16. TEDBİRLER KAPSAMINDA KİŞİSEL VERİLERİN GÜVENLİĞİ 

K6ş6sel ver6ler6n güvenl6ğ6ne 6l6şk6n yükümlülükler6m6z 

Ş"rket olarak; 

●  K"ş"sel ver"ler"n hukuka aykırı olarak "şlenmes"n" önlemek, 

●  K"ş"sel ver"lere hukuka aykırı olarak er"ş"lmes"n" önlemek ve 

●  K"ş"sel ver"ler"n hukuka uygun olarak saklanmasını sağlamak 

"ç"n teknoloj"k olanaklar ve uygulama mal"yetler"ne göre "dar" ve tekn"k tedb"rler almaktayız.  

 



A. K6ş6sel Ver6ler6n Hukuka Aykırı Olarak İşlenmes6n6 Önlemek İç6n Aldığımız Tedb6rler 

● Ş"rket "çer"s"nde gerekl" denet"mler" yapmakta ve yaptırmakta, 

● Çalışanlarımızı k"ş"sel ver"ler"n hukuka uygun olarak "şlenmes" hakkında eğ"tmekte ve 
b"lg"lend"rmekte, 

● K"ş"sel ver"ler"n "şlenmes" amacıyla üçüncü k"ş"lerle "şb"rl"ğ" yapıldığı hallerde, k"ş"sel 
ver"ler" "şleyen ş"rketler "le yapılan sözleşmelerde gerekl" güvenl"k tedb"rler"n"n alınmasına 
"l"şk"n hükümlere yer vermekte ve 

● K"ş"sel ver"ler"n hukuka aykırı olarak "fşa ed"lmes" veya ver" sızıntısı olması hal"nde İlg"l" 
K"ş"’ye ve KVK Kurulu’na durumu b"ld"rerek bu hususta mevzuat tarafından öngörülen 
"ncelemeler" yapmakta ve "lg"l" tedb"rler" almaktayız. 

 

B. K6ş6sel Ver6lere Hukuka Aykırı Olarak Er6ş6lmes6n6 Engellemek İç6n Alınan Tekn6k Ve 
İdar6 Tedb6rler 

K"ş"sel ver"lere hukuka aykırı olarak er"ş"lmes"n" engellemek "ç"n; 

● Tekn"k uzmanlığı olan ana h"ssedar gruptan uzaktan er"ş"m veya f"z"ksel olarak destek 
almakta ve çalışanlar "st"hdam etmekte, 

● Tekn"k tedb"rler" bel"rl" aralıklarla güncellemekte ve yen"lemekte, 

● Ş"rket "çer"s"nde er"ş"m yetk"lend"rme prosedürler" oluşturmakta, 

● Aldığımız tekn"k tedb"rler"n ve denet"m süreçler"n"n raporlanmasına "l"şk"n usuller" 
bel"rlemekte, 

● Ş"rket "çer"s"nde kullanılmakta olan ver" kayıt s"stemler"n"n mevzuata uygun şek"lde 
kullanılması amacı "le bel"rl" aralıklarla denet"mler"n" yapmakta, 

● Oluşab"lecek r"sklere karşı ac"l yardım planları oluşturup bunların uygulanmasına "l"şk"n 
s"stemler gel"şt"rmekte, 

● Çalışanlarımızı k"ş"sel ver"lere er"ş"m, yetk"lend"rme hususlarında eğ"tmekte ve 
b"lg"lend"rmekte, 

● K"ş"sel ver"ler"n "şlenmes", saklanması g"b" faal"yetler amacıyla üçüncü k"ş"lerle "şb"rl"ğ" 
yapıldığı hallerde, k"ş"sel ver"lere er"ş"m sağlayan ş"rketler "le yapılan sözleşmelerde; k"ş"sel 
ver"lere er"ş"m sağlayan k"ş"ler tarafından gerekl" güvenl"k tedb"rler"n"n alınmasına "l"şk"n 
hükümlere yer vermekte, 

● K"ş"sel ver"lere hukuka aykırı olarak er"ş"lmes"n" engellemek üzere teknoloj"k gel"şmeler 
dah"l"nde güvenl"k s"stemler" kurmaktayız. 

C. K6ş6sel Ver6ler6n Hukuka Aykırı İfşası Durumunda Aldığımız Tedb6rler 

K"ş"sel ver"ler"n hukuka aykırı "fşasının engellenmes"ne yönel"k "dar" ve tekn"k tedb"rler almakta ve 
"lg"l" prosedürler"m"ze uygun şek"lde bunları güncellemektey"z. K"ş"sel ver"ler"n yetk"s"z olarak "fşa 
ed"ld"ğ"n" tesp"t etmem"z hal"nde bu durumu İlg"l" K"ş"’ye ve KVK Kurulu’na b"ld"rmek "ç"n gerekl" 
s"stem ve alt yapıları oluşturmaktayız. 



Alınan tüm "dar" ve tekn"k tedb"rlere rağmen hukuka aykırı b"r "fşa gerçekleşmes" durumunda, KVK 
Kurulu tarafından gerek görülmes" hal"nde bu durum, KVK Kurulu’nun "nternet s"tes"nde veya 
başka b"r yöntemle "lan ed"leb"lecekt"r. 

17. KANUN KAPSAMINDAKİ HAKLARINIZ 

Kanun’un 11. maddes" uyarınca ver" sah"pler", 

• K"ş"sel ver" "şlen"p "şlenmed"ğ"n" öğrenme, 

• K"ş"sel ver"ler" "şlenm"şse buna "l"şk"n b"lg" talep etme, 

• K"ş"sel ver"ler"n "şlenme amacını ve bunların amacına uygun kullanılıp kullanılmadığını öğrenme, 

• Yurt "ç"nde veya yurt dışında k"ş"sel ver"ler"n aktarıldığı üçüncü k"ş"ler" b"lme, 

• K"ş"sel ver"ler"n eks"k veya yanlış "şlenm"ş olması hâl"nde bunların düzelt"lmes"n" "steme ve bu 
kapsamda yapılan "şlem"n k"ş"sel ver"ler"n aktarıldığı üçüncü k"ş"lere b"ld"r"lmes"n" "steme, 

• Kanun ve "lg"l" d"ğer kanun hükümler"ne uygun olarak "şlenm"ş olmasına rağmen, "şlenmes"n" 
gerekt"ren sebepler"n ortadan kalkması hâl"nde k"ş"sel ver"ler"n s"l"nmes"n" veya yok ed"lmes"n" 
"steme ve bu kapsamda yapılan "şlem"n k"ş"sel ver"ler"n aktarıldığı üçüncü k"ş"lere b"ld"r"lmes"n" 
"steme, 

• İşlenen ver"ler"n münhasıran otomat"k s"stemler vasıtasıyla anal"z ed"lmes" suret"yle k"ş"n"n 
kend"s" aleyh"ne b"r sonucun ortaya çıkmasına "t"raz etme, 

• K"ş"sel ver"ler"n kanuna aykırı olarak "şlenmes" sebeb"yle zarara uğraması hâl"nde zararın 
g"der"lmes"n" talep etme 

haklarına sah"pt"r. 

Kanun kapsamında, kişisel verilerinizle ilgili başvuruda bulunmak istemeniz halinde kayıtlı elektronik 
posta (KEP) adresi, güvenli elektronik imza, mobil imza yoluyla Şirketimizin info@legalengine.com.tr   
adresine başvurularınız, Veri Sorumlusuna Başvuru Usul ve Esasları Hakkında Tebliğ (“Tebliğ”) uyarınca, 
İlgili Kişi’nin başvurusunda isim, soyisim, başvuru yazılı ise imza, T.C. kimlik numarası, (başvuruda 
bulunan kişinin yabancı olması halinde uyruğu, pasaport numarası veya varsa kimlik numarası), 
tebligata esas yerleşim yeri veya iş yeri adresi, varsa bildirime esas elektronik posta adresi, telefon 
numarası ve faks numarası ile talep konusuna dair bilgilerin bulunması zorunludur. 

İlgili Kişi yukarıda belirtilen hakları kullanmak için yapacağı ve kullanmayı talep ettiği hakka ilişkin 
açıklamaları içeren başvuruda talep edilen hususu açık ve anlaşılır şekilde belirtmelidir. Başvuruya 
ilişkin bilgi ve belgelerin başvuruya eklenmesi gerekmektedir. 

Başvuru kapsamında iletmekte olduğunuz taleplerinize ilişkin bilgilerin doğru ve güncel olmaması, 
yanlış/yanıltıcı bilgilerle ya da yetkisiz başvuru yapılması halinde başvurunuz reddedilerek, usulsüz 
işlem yapan kişi hakkında yasal yollara başvurulacaktır. 

Talep konusunun başvuranın şahsı ile ilgili olması gerekmekle birlikte, başkası adına hareket ediliyor 
ise, başvuruyu yapanın bu konuda özel olarak yetkili olması ve bu yetkinin belgelendirilmesi (noter 
tasdikli vekaletname veya yetki belgesi) gerekmektedir. Aksi takdirde, yetkisiz üçüncü kişilerin başkası 
adına yaptığı talepler değerlendirmeye alınmayacaktır. Ayrıca veri sorumlusu olarak üçüncü kişilerin 
İlgili Kişi başvurusu yaparak kişisel verilere yetkisiz erişimini engellemek ve kişisel verilerinizin 
güvenliğinin sağlanması amacıyla, kimlik ve yetki tespiti için kimliği doğrulayıcı belgelerin (Nüfus 
cüzdanı veya sürücü belgesi sureti vb.) eklenmesi gerekmektedir. 



17. 1. Başvurunun Değerlendirilmesi 

i. Başvurunun Cevaplandırılma Süresi 

KVKK’nın 13. maddesinin birinci fıkrası uyarınca; veri sorumlusu sıfatıyla Şirket’e bu taleplere ilişkin 
olarak yapılacak başvuruların iletilmesi gerekmektedir. Talebiniz Tebliğ’in 6. maddesi uyarınca, 
tarafımıza ulaştığı tarihten itibaren talebin niteliğine göre en kısa sürede ve en geç otuz gün içinde 
ücretsiz olarak sonuçlandırılacaktır. Ancak işlemin ayrıca bir maliyet gerektirmesi halinde Tebliğ’in 7. 
maddesi gereğince ücret alınabilir. 

ii. Başvuruyu Reddetme Hakkımız 

Kişisel veriler ile ilgili başvurular, sayılanlarla sınırlı olmamakla birlikte aşağıdaki hallerde reddedilebilir: 

● Kişisel verilerin resmi istatistik ile anonim hâle getirilmek suretiyle araştırma, planlama ve 
istatistik gibi amaçlarla işlenmesi, 

● Kişisel verilerin, İlgili Kişi’nin özel hayatının gizliliğini veya kişilik haklarını ihlal etmemek ya da 
suç teşkil etmemek kaydıyla, sanat, tarih, edebiyat veya bilimsel amaçlarla ya da ifade 
özgürlüğü kapsamında işlenmesi, 

● İlgili Kişi tarafından alenileştirilen kişisel verilerin işlenmesi, 

● Başvurunun haklı bir nedene dayanmaması, 

● Başvurunun ilgili mevzuata aykırı bir istek içermesi ve 

● Başvuru usulüne uyulmaması. 

 

17.2.  Başvurunun Değerlendirilme Usulü 

İşbu Politika’da yer alan cevaplandırma süresinin başlayabilmesi için başvuruların yazılı ve ıslak imzalı 
olarak elden teslim veya noter aracılığıyla gönderilmesi, elektronik imzalı olarak KEP üzerinden 
gönderilmesi ya da İlgili Kişi tarafından veri sorumlusuna daha önce bildirilen ve veri sorumlusunun 
sisteminde kayıtlı bulunan elektronik posta adresinin kullanılması suretiyle yapılması gerekmektedir. 

Talep kabul edilir ise, gerekli işlemler 30 gün içinde uygulanır ve başvuru sahibine yazılı veya elektronik 
ortamda bildirim yapılır. Talebin reddi halinde ise, gerekçesi açıklanarak yine 30 gün içinde yazılı veya 
elektronik ortamda başvuru sahibine bildirilir.  

17.3. Kişisel Verileri Koruma Kurulu’na Şikayet Hakkı 

Başvurunun reddedilmesi, verilen cevabın yetersiz bulunması veya süresinde cevap verilmemesi 
hallerinde; başvuru sahibinin, cevabı öğrendiği tarihten itibaren 30 (otuz) gün ve her halde başvuru 
tarihinden itibaren 60 (altmış) gün içerisinde KVK Kurulu’na şikâyette bulunma hakkı bulunmaktadır.  

 

18. PERİYODİK İMHA SÜRESİ 

Şirket, periyodik imha süresini 1 yıl olarak belirlemiştir. Buna göre, her yılın periyodik imha işlemi  Aralık 
ayında gerçekleştirilir.  

19. POLİTİKANIN GÜNCELLENME DURUMU 

Politika, ihtiyaç duyuldukça gözden geçirilir ve gerekli olan bölümler güncellenir. 

20. YÜRÜRLÜK 



Bu Politika, Yönetim Kurulu Kararı ile yürürlüğe girer. 

 

Son güncelleme tar"h": .../…/2025 

 

 

 


